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Welcome

This user manual includes the following types of GV-AS / GV-EV Controllers:

GV-AS Controllers

Doors Supported

Page
One-Way Control Two-Way Control Number
GV-AS100/1010 1 1 Seep. 1
GV-AS110/ 1110 1 1 See p. 34
GV-AS120 1 1 See p. 59
. 2 (Wiegand onl
GV-AS210/2110/ 4 | (Wieg y) See p. 74
2120 4 (Wiegand + RS-485 / Network)
GV-AS410/ 4110 4 4 See p. 92
4 (Wiegand only),
GV-AS810/8110 8 See p. 92
8 (RS-485 / Network)
GV-EV Controllers
Floors Supported Readers Supported Page
Number
GV-EV48-24 Floors 24
2 (RS-485 or Network) See p.112
GV-EV48-48 Floors 48

Vii
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Important Notes for Maintaining Power Supply

To make sure GV-AS / EV Controllers can function properly during a power outage, be sure
to replace the internal battery on the controllers when needed. It is also recommended to
install a backup battery for compatible GV-AS Controllers.

Refer to the following sections for instructions on how to install a backup battery:

GV-AS100/110/120 through GV-ASBox: See 9.1.4.F Connecting Backup Battery.
GV-AS100/110/120 through GV-ASNet: See 9.2.4.F Connecting Backup Battery.
GV-AS210/ 2110/ 2120: See 4.2.4 Connecting Backup Battery.
GV-AS410/4110/810/8110: See 5.2.4 Connecting Backup Battery.

GV-EV48: See 6.2.3 Connecting Backup Battery.

The table below lists the types of internal batteries used by different GV-AS / EV Controllers.

Type of Battery

GV-AS / EV Controllers

Replaceable Button Cell

GV-AS100/2110/2120/4110/ 8110

Built-in Battery

GV-AS1010/110/1110/120/210/410/ 810
GV-EV48

Replaceable Button Cell (GV-AS100/2110/2120/ 4110/ 8110)
For GV-AS100/ 2110/ 2120/ 4110/ 8110, you can replace the battery on your own when

# Alarm Monitor |§8) Access
YI&&

Monitoring View Setup Personnel Language Tools

File
Wd|25ER G2
Controllers
16¢16 A
Controller
[@ 2:Door2
[ 3:Door3
[ 4:Door4
v & AS400
[@ 1:Doorl
[ 2:Door2
[@ 3:Door3

Monitor @ Event Monitor

Window Help = ) X
Gl2R 2 2~=s0
X
Status Alarm Forced Open Duress Tamper Fire Alarm Held Open Tailgating Urgent Code
Card Mode
Card Mode
Card Mode
Card Mode
Card Mode
Card Mode ~
4 b x |Info a X

Message

0 Reset
0 Reset
0 Reset

0 Low Battery

-/ Low Battery

Local Time

Door

Door2

AS400
3/18/2014 4:38:56 PM

Door:

Door 3 X
Local Time:

Door 4
AS400

I
Operator: 1 6 ' 3/18/2014 4:42:39 PM

viii




Note: Make sure the plastic insulation film under the battery is removed when using GV-
AS100/2110/2120/ 4110/ 8110 for the first time. The low battery messages and icons will
appear if the plastic film is not removed.

Built-in Battery (GV-AS1010/110/1110/120/210/410/ 810 & GV-EV48)

When the controller runs out of battery, the local time on the controller will be reverted back
to 1999/12/31. The controller time can be found on the Web interface of the controller on the
Time Configuration page and in the Access Monitor / Alarm Monitor / Event Monitor of GV-

ASManager.
- Time Configuration
® Geouist
GeoUision: ,
System Local Time
Basic Setting | Local Time 2014104125 15:42:11
e Network Setting Time Zone +3:00

e Other Setting

* Firmware Update

Local Time

* Account Setting

Advanced Setting @ Disable
¢ Function Setting O Setup
¢ Parameter Part1 Hour Min

TimeZone

* Parameter Part2 0 w0
|o Time Setting | Date Year Month Date
e Input Setting 200 v || Jammaxy v |1 v

When you see the controller year shown as 1999 or 2000, disconnect the controller from
power and reconnect it to power. If the year is still shown as 1999 or 2000, the controller
battery needs to be replaced. When this occurs, connect the controller to a backup battery
and maintain connection with GV-ASManager at all times. When connected to GV-
ASManager, the controller’s time will be synchronized with GV-ASManager’s time.
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Elevator Control

GV-AS / GV-EV Controllers provide two types of elevator control.

For GV-AS100/1010/110/1110/120/210/2110/2120/410/4110/810/ 8110, the
GV-AS Controller can control access to the elevator call buttons. Users who present the
correct identification card to the elevator reader will be able to use the elevator and can go
any floors. The output relays are connected to the call button of the elevator.

For GV-EV48, a controller especially designed for elevator control, access can be granted to
specific floors. You can configure each identification card to specify the floors it can access.
In this type of elevator control, each output relay is connected to the button of corresponding

floor in the elevator control panel.



Optional Devices

Optional devices can expand the capabilities and versatilities of your GV-AS / GV-EV

Controllers. Consult your sales representative for more information.

GV-AS ID Card & Key
Fob & GV-UHF Tag

125 kHz and 13.56 MHz cards / key fobs, 900 MHz tags are
available.

GV-CR420

GV-CR420 is a 13.56 MHz card reader with a built-in 4MP wide
angle IP camera which saves the costs of maintaining a
separate camera for access control.

GV-DFR1352

GV-DFR1352 is a 13.56 MHz card reader designed to be
installed on the door frame for recognizing identification cards.
The reader has both Wiegand and RS-485 outputs that can be
connected to any standard access control panel.

GV-DES1352

GV-DES1352 is a card reader that accommodates dual band
frequency: 13.56 MHz and 125 kHz, and supports DESfire
cards.

GV-FR2020

GV-FR2020 is a 13.56 MHz face recognition reader. The reader
supports two access control modes: Face Recognition and Card.

GV-GF Fingerprint
Reader

GV-GF1921 / 1922 Fingerprint Reader supports three access
control modes: Fingerprint only, Fingerprint + Card and Card
only. Readers with optical or capacitance sensors are available.

GV-QR1352

GV-QR1352 is a card reader that accommodates dual band
frequency: 13.56 MHz and 125 kHz, supports DESfire cards,
and allows QR code access control.

GV-Reader 1251

GV-Reader 1251 is a 125 kHz card reader. It has both Wiegand
and RS-485 outputs that can be connected to any standard
access control panel.

GV-RK1352 is a 13.56 MHz card reader with keypad. The

GV-RK1352 reader has both Wiegand and RS-485 outputs that can be
connected to any standard access control panel.
GV-R1352 is a 13.56 MHz card reader. The reader has both
GV-R1352 Wiegand and RS-485 outputs that can be connected to any

standard access control panel.

Xi
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GV-ASBox

Only works with GV-AS100 / 110/ 120. The device can add
Network function, 1 Wiegand interface, 8 additional inputs and
outputs to GV-AS100, GV-AS110 and GV-AS120.

GV-ASNet

Only works with GV-AS100/ 110/ 120. This device can add
Network function to GV-AS100, GV-AS110 and GV-AS120.

GV-Hub

Only works with GV-AS100/ 110/ 120. GV-Hub can convert the
standard RS-232 signal of up to 4 controllers to RS-485,
allowing the controllers to connect to computers.

GV-COM

Only works with GV-AS100/ 110/ 120. GV-COM can convert
the standard RS-232 signal of one controller to RS-485, allowing
the controller to connect to a computer.

GV-Net /10 Card

Only works with GV-AS100/ 110/ 120. GV-Net / 10 Card can
convert the standard RS-232 signal of one controller to RS-485,
allowing the controller to connect to a computer.

GV-AS410/4110/ 810
/ 8110 Kit

Only available for GV-AS410/ 4110/ 810/ 8110. Includes a GV-
AS410/4110/810/ 8110, a power adapter board, a power
supply and a casing for backup battery. The power supply
provides power to the controller and up to 8 output devices (12V,
0.9A per device).

Cabinet (GV-AS Iron
Box)

Only available for GV-AS410/4110/810/ 8110 and GV-EV48.
With the cabinet (Dimension: 383.5 x 443.5 x 112.2 mm / 15.1 x
17.5 x 4.4 in), GV-AS Controllers can be mounted directly to a
wall or recessed into the wall.

GV-MountA900

Only available for GV-AS110/ 1110. GV-MountA900 is a
mounting plate that allows you to attach GV-AS110/1110to a
US single gang power box.

e Dimensions: 100 x 68 mm /3.9 x 2.7 in

e Weight: 559/0.12 b

GV-POE Switch

Only works with GV-AS2120. The GV-POE Switch is designed
to provide power along with network connection for IP devices.
The GV-POE Switch is available in various models with different
numbers and types of ports. GV-AS2120 requires PoE that
provides at least 25.5 W (IEEE 802.3at).
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GV-WTR

GV-WTR is a converter designed for converting Wiegand
interface to RS-485 interface, and vice versa. It enables 3rd
party readers to be connected to RS-485 GV-Controllers, as well
as allowing GV-Al FR (software) and GV-RS1320 (RS-485
camera reader) to be connected to 3rd-party Wiegand
controllers.

GV-IB25/65 /85
Infrared Button

GV-IB25 / 65/ 85 Infrared Button detects infrared movement
within 3 to 12 cm and allows you to open the door with a wave of
hand.

Push Button Switch

The push button switch can be integrated with access control
system, allowing door exit by momentarily activating or
deactivating the electric locking device. Both American standard
and European standard push buttons are available.

Electric Lock

Three types of electric locks are available: electromagnetic lock,
electric bolt and electric strike.

Power Adapter

Contact your sales representative for the countries and areas
supported.
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Installation Considerations
1. There are distance limitations for Wiegand and RS-485 communications. Please note:

e Wiegand interface:
Recommended Wiegand cable: Wiegand cable (a twisted pair of 24 AWG wires)

© 100 meters (328.1 feet) for GV-AS2110/ 2120/ 4110/ 8110
® 30 meters (98.43 feet) for other GV-AS Controllers
e RS-485 interface: 600 meters (1968.50 feet)
Recommended RS-485 cable: standard 485 cable (a twisted pair of 24 AWG wires)

2. GV-ASManager software is used to manage GV-AS / GV-EV Controllers. There is a limit
for the number of controllers connected to GV-ASManager based on communication modes.

e Through network connection, up to 1000 GV-AS / GV-EV Controllers can connect to
GV-ASManager.

e Through RS-485 connection, up to 16 GV-AS100/ 110/ 120 Controllers can connect
to the same COM port on a computer running GV-ASManager.

3. When presenting cards to GeoVision readers and the built-in readers of GV-AS100/ 1010
/110/1110/ 120, make sure only one card is presented at a time to avoid frequency

interference.

Note:

1. For RS-485 connection between GV-AS Controllers and readers, user additional
power for the readers when the distance ranges from 30.48 ~ 600 meters (100 ~
1968.50 ft). There is no need to use additional power when the distance is within
30.48 meters (100 ft).

2. For GV-AS100/2110/2120/4110/ 8110, it is highly recommended to replace the
button cell battery included on the circuit board annually.
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Firmware and Software Compatibility

See the Firmware and Software Compatibility section in GV-ASManager User’s Manuall
for GV-AS / GV-EV Controller firmware and GV-ASManager compatibility.

Definition

Tampering Alarm | GV-AS100/ 1010/ 110/ 1110/ 120 have built-in sensors to detect
whether the controller is being physically tampered with (i.e. opening
of the controller or sustaining strong impact). For GV-AS210/ 2110/
2120/410/ 4110/ 810/ 8110, the tampering alarm sensor needs to
be installed separately and the triggering conditions depend on the
type of sensor installed.

The GV-AS Controller also provides output relays for activating and
deactivating electric lock, siren and emergency door release when
tampering is detected by the sensors.

For configuring input sensors and outputs, see Chapter 9 The Web
Interface or Web Interface through Optional Devices in Chapter 10 for
GV-AS100/ 110/ 120.

For settings of alarm conditions see Step 2: Configuring the Doors in
Chapter 4 of GV-ASManager User’s Manual.
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GV-AS100 / 1010 Controller

1.1 Introduction

GV-AS100 /1010 is a single door controller with a built-in a card reader and a LCD display.

You can connect one more card reader to GV-AS100, and up to two more card readers to
GV-AS1010 for entry and exit applications. GV-AS100 / 1010 has the capability to store up
to one thousand cards as a standalone model and up to 40,000 cards when connected to
GV-ASManager. The programming is either done on the keypad or from the software GV-
ASManager.

GV-AS100/ 1010 is suitable for controlling doors, parking gates and access to elevator call
buttons.

Door

RS-485
GV-ASManager GV-HUB / i WieaS—485
GV-COM/ GV-AS100 Reader
GV-NET/IO Card IN ouT
Network
GV-ASManager GV-AS1010 RS-485 / Network Reader (x2)
IN IN or OUT
Figure 1-1
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GV-AS100 can make network connection to GV-ASManager using the optional GV-ASBox
or GV-ASNet. With GV-ASBox, two-door control is also possible as illustrated below.

RS-485

Wiegand / RS-485 GV-AS100 Wiegand / RS-485

Reader (x4) GV-ASBox IN Reader
OouT

TCP/IP

GV-ASManager

Figure 1-2 Through GV-ASBox

Door

GV-ASNet

RS-485

RS-485
Reader (x2)

GV-AS100  Wiegand / RS-485
IN Reader
ouT

GV- ASManager

Figure 1-3 Through GV-ASNet
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GV-AS100 / 1010 Controller

1.1.1 Main Features

GV-AS100

1 door (one-way and two-way control), expandable to 2 doors with optional GV-ASBox
1,000 / 40,000 cards (standalone / networked or RS-485 mode)

Easy programming from keypad

Built-in 3 digital inputs and 2 relay outputs

1 Wiegand output (26 ~ 64 bits) and 1 RS-485 interface for extra reader programming
Built-in 13.56 MHz Reader

Support for GV-Proximity Cards with GID (GeoVision identifier) to enhance security
Built-in tampering alarm sensor

IP54-compliant housing

Anti-Passback (APB) support

GV-AS1010

1 door (one-way and two-way control)

1,000 / 40,000 cards (standalone / networked mode)

Easy programming from keypad

Function keys on keypad to register attendance data for GV-TAWeb
Built-in 3 digital inputs and 2 relay outputs

1 RS-485 interface for connecting to up to 2 readers

1 network interface for connection with GV-ASManager and TCP/IP reader
Built-in 13.56 MHz Reader

Support for GV-Proximity Cards with GID (GeoVision identifier) to enhance security
Built-in tampering alarm sensor

IP54-compliant housing

Anti-Passback (APB) support
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1.1.2 Packing List

GV-AS100

GV-AS100

Power Adaptor 12V DC / 1A
Power Cord

Screw x 3

Screw Anchor x 2

Master Card

GV-AS ID F Card x 20
Download Guide

Warranty Card

GV-AS1010

22

GV-AS1010

Power Adaptor 12V DC / 1.25A
Screw X 3

Screw Anchor x 2

Enroll Card

Delete Card

GV-AS ID F Card x 20

Torx Wrench

Software CD

Warranty Card



GV-AS100/ 1010 Controller

1.1.3 GV-AS100/1010 Board Layout

19 Door NO
18 Door NC
17 Door COM
16 Alarm NO
15 Alarm COM
14 IN COM

13 IN3 Fire

12 IN2 Button
11 IN1 Sensor

8 Datal
7 Data0
6 RS485 B-
5 RS485 B+
4 RS485 A-
3 RS485 A+

1PWR In 12V

Tampering Alarm Sensor

GV-AS100

1 |Door NC

2 |Door NO

3 |Door COM
4 |Alarm NC

5 |Alarm NO

6 |Alarm Com
7 IN COM

8 |Input Fire

9 Input Button
10 |IN Sensor
11 [RS485 -

12 |RS485 +

13 |GND

14 |PWRIn 12V

i

1

I
Tampering Alarm Sensor

Figure 1-4

GV-AS1010
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1.2 Installation

Open the GV-AS100/ 1010 to access the terminal block.

GV-AS100

19 Door NO
18 Door NC
17 Door COM
16 Alarm NO
15 Alarm COM
14 IN COM
13 IN3 Fire
12 IN2 Button
11 IN1 Sensor
10 GND
9 PWR Out 12
8 Datal

7 Data0

6 RS485 B-
5 RS485 B+
4 RS485 A-
3 RS485 A+
2 GND

1 PWR In 12V

Figure 1-5

GV-AS1010

Door NC
Door NO
Door COM
Alarm NC
Alarm NO
Alarm Com
IN COM
Input Fire
Input Button
Input Sensor
RS485 -
RS485 +
GND

PWR In 12V

Olo[([N|o|O|R|WIN|F

[N
o

[N
=

=
N

[y
w

H
~

Figure 1-6
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Pin | Function Pin | Function
1 12V Power 11 | Sensor IN1
2 GND 12 | Button IN2
RS-485 A+ for ASBox / ASNet .
3 or PC connection 13 | Fire IN3
4 RS-485 A-fc_Jr ASBox / ASNet or 14 | IN coM
PC connection
RS-485 B+ for GV-Reader
5 connection 15 | Alarm COM
6 RS-485 _B- for GV-Reader 16 | Alarm NO
connection
7 Wiegand Data 0 17 | Door COM
8 Wiegand Data 1 18 | Door NC
9 12V Power Supply 19 | Door NO
10 | GND
Pin | Function Pin | Function
1 Door NC 8 Input Fire
2 Door NO 9 Input Button
3 Door COM 10 | Input Sensor
4 Alarm NC 11 | RS485 -
5 Alarm NO 12 | RS485 +
6 Alarm Com 13 GND
7 IN COM 14 PWR In 12V




GV-AS100 / 1010 Controller

1.2.1 Connecting Card Readers

1.2.1.A Wiegand Readers (GV-AS100 Only)

GV-AS100 provides one Wiegand input for connection of the Wiegand reader ranging from
26 to 64 bits. Through the GV-AS100 keypad, you can set the Wiegand reader as the entry
or exit reader. To define the reader, see the AS100 Function option in 1.3.5 Setting

Parameters.

Note: Wiegand connection is not supported for GV-AS1010.

The table below shows the pin assignments of the Wiegand input on GV-AS100. Please
consult the documentation of your Wiegand reader for wiring.

Pin | Function
Wiegand Data 0

8 Wiegand Data 1
12V Power Supply
10 | GND
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1.2.1.B RS485 Readers

For long-distance connection and non-Wiegand card readers, you can establish RS-485
connection with any GV-Readers and GV-GF1911 / 1912. GV-AS100 can connect with 1
reader through RS-485 connection. GV-AS1010 can connect with up to 2 readers through a

single RS-485 cable.

When connecting a second reader to GV-AS1010, you will need to set up a separate power

source to power the second reader.
& 6 RS485 B-
W5 RS485 B+ -

GV-AS100

GV-Readers or
GV-GF Fingerprint Readers

RS485- 11 RS485 -
RS1857 12 RS485 + -

GV-AS1010

Up to 2 GV-Readers and
GV-GF Fingerprint Readers

Figure 1-7
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GV-AS100 / 1010 Controller

1.2.1.C Network Readers (GV-AS1010 Only)

GV-AS1010 supports network connection with GV-CR420 and GV-GF1921 / 1922. Through
the GV-AS1010 keypad, you can set the network reader as the entry or exit reader. To
define the reader, see the Door/Gate Function option in 2.3.2 Programming the GV-AS110
/1110.

Note:
1. Network connection with readers is not supported for GV-AS110.
2.  GV-AS1010 does not support network connection with GV-GF1911 / 1912.

TCP/IP

Network

GV-AS1010
Reader

Figure 1-8
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1.2.2 Connecting Input Devices

GV-AS100 / 1010 supports 3 types of inputs:
1. Sensor inputs, e.g. door status sensor
2. Button inputs, e.g. door opener

3. Fire Sensor inputs, e.g. fire detector

All inputs are dry contact and can be configured as normally open (NO) or normally closed
(NC) through the GV-AS100 / 1010 keypad. The default value is NO. To change the input
status, see the Set Contact Type option in 1.3.5 Setting Parameters.

The table below shows the pin assignments of input connectors on GV-AS100 and GV-
AS1010.

GV-AS100

Pin | Function

11 | Sensor IN1

12 | Button IN2

13 | Fire Sensor IN3
14 | IN COM

GV-AS1010

Pin | Function
IN COM
Input Fire

9 Input Button

10 | Input Sensor
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GV-AS100 / 1010 Controller

1.2.3 Connecting Output Devices

GV-AS100 supports 2 types of outputs:

1. Alarm outputs, e.qg. siren or bell

2. Door outputs, e.g. electronic lock

The table below shows the pin assignments of output connectors on GV-AS100 / 1010.

GV-AS100
Pin | Function
15 | Alarm COM
16 | Alarm NO
17 | Door COM
18 | Door NC
19 | Door NO
GV-AS1010
Pin Function
1 Door NC
2 Door NO
3 Door COM
4 Alarm NC
5 Alarm NO
6 Alarm Com

Check if your output device meets the following absolute maximum ratings before

connecting it to the Door outputs.

Breakdown Voltage

240V AC, 30v DC

Continuous Load Current

5A (NO), 3A (NC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
AS100 circuit board may occur. Continuous operation of GV-AS100 at the absolute
rating level may affect GV-AS100 reliability.
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To connect an output device:
The example below illustrates the connection of a locking device to GV-AS100 / 1010.

Connect the (+) point on the locking device to the Door COM on GV-AS100 / 1010, connect
the two (-) points of the locking device and the external power supply together, and connect
the (+) point on the external power supply to the Door NO or Door NC on GV-AS100/ 1010

based on the state of the locking device.

’ p - o o9 Ul
External
Locking Device Power Supply
RRRRRRRROEEEOR e Door
: 19 NO
L Door
18 NC
Door
17 COM
GV-AS100
o N 3
External
Locking Device Power Supply
;I L """""""" 1 Door NC
R 2 Door NO
3 Door COM
GV-AS1010
Figure 1-9
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1.2.4 Connecting the PC

Connecting GV-AS110/ 1110 to a computer allows you to access its Web interface and
connect it to GV-ASManager if the computer is installed with GV-ASManager. GV-
ASManager software can monitor the access information and alarm messages from GV-
AS100 / 1010. The communication link between the computer and GV-AS100 / 1010 is as
below.

GV-AS100: RS-485 connection or network connection

o RS-485 connection: a RS-485 to RS-232 converter is required

¢ Network connection: an optional GV-ASBox or GV-ASNet is required
GV-AS1010: Network connection

IMPORTANT: To enable connection to PC on GV-AS100, Switch 1 must be turned on. See
1.2.4.C Switches.
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1.2.4.A Connecting GV-AS100 to PC

RS-485 Connection between GV-AS100 and PC

The figure below illustrates the RS-485 connection to the computer. For this connection, a
RS-485 to RS-232 converter between GV-AS100 and the computer is required. You can use
GV accessories, such as GV-Hub, GV-COM and GV-NET/IO Card, as the RS-485/RS-232

converter.
RS-485 }
GV-HUB /
GV-COM/
GV-NET/IO Card
GV-AS100 No Car

Figure 1-10

The table shows the pin assignments of related RS-485 connectors on GV-AS100.

Pin | Function
3 RS-485 A+
4 RS-485 A-

Note: When connecting multiple GV-AS100 through RS-485 connection, you can use the
keypad on GV-AS100 to program every unit’s ID. See 1.3.5 Setting Parameters.
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GV-AS100/ 1010 Controller

Network Connection between GV-AS100 and PC
The figure below illustrates the network connection to the computer. For this connection, the
optional product GV-ASBox or GV-ASNet is required.

RS-485 GV-ASBox/ Network
} GV-ASNet [wmmmmmmmmomoeeeeet B
Power In
GV-AS100
Figure 1-11

Connect two power wires and two RS-485 wires from GV-ASBox / GV-ASNet to GV-AS100.
The table below shows the pin assignments of related connectors on GV-AS100.

Pin | Function Pin | Function
1 Power In 12V 3 RS-485 A+
2 GND 4 RS-485 A-

Also see 9.1.4.A Connecting GV-AS100/ 110/ 120.

1.2.4.B Connecting GV-AS1010 to PC

The figure below illustrates the network connection between GV-AS1010 and the computer.

TCP/IP

GV-AS1010

Figure 1-12

Note: GV-AS1010 is only compatible with GV-ASManager V4.2.3 or later.
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1.2.4.C Switches (GV-AS100 Only)

Switch 1: When Switch 1 is ON, GV-AS100 can connect to GV-ASManager, GV-ASBox or
GV-ASNet. When Switch 1 is OFF, the connection is unavailable. By default Switch 1 is set
to ON.

Switch 2: When the RS-485 connection between GV-AS100 and computer is over a long
distance, the RS-485 signal may become weak. In this case, turn Switch 2 ON to have a
120-Ohm resistor.

Figure 1-13

1.2.5 Connecting the Power

The supplied power adaptor can be connected to any power source supplying from 100 to
240V. Using the supplied power cord and adaptor, connect GV-AS100 / 1010 to the power.

Note: Power should only be applied to the unit when all connections are completed and
tested.
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GV-AS100/ 1010 Controller

1.2.6 Fitting the Battery

GV-AS100/ 1010 includes a battery, providing power to GV-AS100 / 1010 settings and real-
time clock circuitry. When the power in the battery becomes low, the message “Low Battery”
will appear on GV-AS100 /1010 LCD. In this case, replace the battery. All settings on GV-
AS100 / 1010 will disappear about 10 hours after the battery stops working, and GV-AS100 /
1010 will be restored to default settings.

0or
18NC
Door
17CoM
A

Battery

szszsz

Battery o

GV-AS100 GV-AS1010

Figure 1-14

Note:
1. Make sure the plastic insulation film under the battery is removed.

2. Itis recommended to replace the battery annually. GV-AS100 uses a 3V lithium
battery that can be purchased on your own. For GV-AS1010, contact your sales
representative to acquire replacement batteries designated for GV-AS1010.
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1.2.7 Using the Function Keys (GV-AS1010 Only)

GV-AS1010 comes with four function keys for time and attendance records. On the Web
interface of GV-AS1010, you can define function keys. Refer to the Function Key section in
Chapter 8.

Before employees present their access card to GV-AS1010, they can press the function
keys to indicate the card swipe is the start or end of Work Time, Away, Overtime, Break
Time or Job Code. You can look up the attendance data in GV-TAWeb. Refer to the GV-
TAWeb for Workforce Schedule and Payroll chapter in GV-ASManager User’s Manual for
details.

On the Web interface of GV-AS1010, you can specify whether or not the door or elevator
call button will unlock when an access card is presented after a function key is pressed.
Refer to the Function Key Configuration section in Chapter 8 to see the related settings.

C GeoUlsion

Figure 1-15

Note: When using GV-AS1010 firmware V1.0, presenting the access card after pressing a
function key will not unlock the door or elevator call button. The user will need to present
the access card again to gain access.
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1.3 Programming Mode

After powering on GV-AS100, you must create a Master Card first. It is required to present
the Master Card and enter its PIN code every time before programming GV-AS100.

For GV-AS1010, you must create two cards first, an Enroll Card and a Delete Card. The
Enroll Card is used for adding new cards and the Delete Card is used for deleting cards.
Either card will allow you to program the various configurations on GV-AS1010.

Note: Cards complying with ISO 14443A standard for smart card technology can be
formatted as Master Card, Enroll Card or Delete Card. Only one Master Card can be created.

To create a Master Card for GV-AS100:

1. Power on the unit. The LCD displays Enter Master Card.

2. Present a card to be the Master Card. The LCD displays Master PIN Code: 1234.
3. Keep the default PIN code as 1234, and press #. The LCD displays Succeed.

Alternatively, you can press any four digits on the keypad to change the default value.
The double confirmation of the new PIN code is required. After this, the LCD should
display the message of success.

After the Master Card is created, GV-AS100 will run a self test and display the message
“Master Memory Test”. After it is finished, you can see the message of GV-AS100 online or
offline followed by a date and time. Then you can start programming GV-AS100.

To create a Enroll Card and a Delete Card for GV-AS1010:
1. Power on the unit. The LED flashes blue.

2. Present a card to be the Enroll Card.

3. Present a card to be the Delete Card.

After 1 to 2 minutes, the LED should be a constant blue light to indicate READY.
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The table below shows the codes to start various programming and display system

information.

Code

Function

%227 (% CAR)

Accesses the Card Manager function.

%276 ( ARM)

Accesses Security Mode.

* 347 (% DIS)

Displays system information.

738 ( SET)

Accesses parameter settings.

%737 (*RES)

Restores GV-AS100 / 1010 to factory defaults.

837 (*TES)

Tests numeral keys to see if they can be displayed properly.

Before programming GV-AS100 / 1010, you also need to know the following keys.

Key Function

* Used to cancel the selection, or go back to the previous page.

# Used to save the data that was modified or programmed in the
system and quit.

0 Used to go to the next page.
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1.3.1 Quick Reference of Programming Table

GV-AS100

Card Manger

Add New Card

)N, 2)A 3)B, 4 S

Del Card Data

Reset Card’s APB

Display System

Door’s Auth Mode

Door’s Event

ASBox Comm. State

Memory’s State

ID & IP Address

Display Version

Set Parameter

Set Local Time

Set AS100 ID

Set Auth. Mode

Auth. Schedule

Fixed Card Mode

Fixed Card + PIN

Fixed Card Common

Local Unlock Mode

Local Lock Mode

AS100 Function

GV-ASBox

Control Type

Door Entry Type

Anti-Passback

Door Exit Type

Anti-Passback

Parking Entry Type

Anti-Passback

Parking Exit Type

Anti-Passback

Elevator Control

Master PIN Change

Local Rest Time

Set Held Open Time

Set Alarm Event

Held Open Alarm

Force Open Alarm

Fire Alarm

Tamper Alarm

Access Denied

Set Fire Action

Unlock Door/Gate

Lock Door/Gate

Unchanged

Set Contact Type

Door/Car Sensor

Door/Gate Button

Fire Sensor
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GV-AS1010

Card Manger

| Reset Card’s APB

Display System

Door’s Auth Mode

Door’s Event

Memory’s State

ID & IP Address

Display Version

Set Parameter

Set Local Time

Set AS1010 ID

Set AS1010 IP

Set Auth. Mode

Auth. Schedule

Fixed Card Mode

Fixed Card + PIN

Fixed Card Common

Local Unlock Mode

Local Lock Mode

AS1010 Function

Door Entry Type

Anti-Passback

Door Exit Type

Anti-Passback

Parking Entry Type

Anti-Passback

Parking Exit Type

Anti-Passback

Elevator Control

Enroll Pin Change

Delete Pin Change

Local Rest Time

Set Held Open Time

Set Alarm Event

Held Open Alarm

Force Open Alarm

Fire Alarm

Tamper Alarm

Access Denied

Tailgating Alarm

Set Fire Action

Unlock Door/Gate

Lock Door/Gate

Unchanged

Set Contact Type

Door/Car Sensor

Door/Gate Button

Fire Sensor

Set Function Key
SetF1 Work Time (Start/End), Away
Set F2 (Start/End), Overtime (Start/End),
Set F3 Break Time(Start/End), Job Code
Set F4 (Start/End)

Note: Tailgating alarm function is currently not functional.
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1.3.2 Adding and Deleting a Card

Note:

1. GV-ASManager cannot manage the cards enrolled on GV-AS100 / 1010, since the card
data will not be transmitted to GV-ASManager.

2. The cards added through GV-ASManager cannot be deleted on GV-AS100 / 1010.

1.3.2.A Adding a Card

Up to 1,000 cards can be enrolled on GV-AS100 / 1010 directly without additional software.
When working with GV-ASManager, GV-AS100 / 1010 can support up to 40,000 cards.

GV-AS100

1. Pressthe code %227 (* CAR).

2. Present the Master Card and enter its PIN code. The LCD displays Add New Card.
3. Press #. The LCD displays Enter New Card.

4. To add a card, you can either press the card number or present the card to the unit. The
LCD displays the card number and these options: 1)N 2)A 3)B 4)S.

N stands for a normal card; A stands for a two-person A card; B stands for a two-person
B card; S stands for a security card.

5. Select a card type, and enter and confirm a PIN code for the new card.
The LCD displays Store New Card, 1. Yes? 2. No?.

6. Press 1 to save and exit.

GV-AS1010
1. Present the Enroll Card and enter its PIN code. The LCD displays Enter New Card.

2. To add a card, you can either press the card number or present the card to the unit. The
LCD displays the card number and these options: 1)N 2)A 3)B 4)S.

N stands for a normal card; A stands for a two-person A card; B stands for a two-person
B card; S stands for a security card.

3. Select a card type, and enter and confirm a PIN code for the new card.
The LCD displays Store New Card, 1. Yes? 2. No?.

4. Press 1 to save and exit.
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1.3.2.B Deleting a Card
GV-AS100
1. Pressthe code %227 (* CAR).
2. Present the Master Card and enter its PIN code. The LCD displays Add New Card.
3. Press 0. The LCD displays Del Card Data.
4. Press #. The LCD displays Enter Del Card.
5. You can either press the card number or present the card to the unit.
The LCD displays: Delete, 1. Yes? 2. No?.

6. Press 1 to save and exit.

GV-AS1010
1. Present the Delete Card and enter its PIN code. The LCD displays Enter Del Card.
2. You can either press the card number or present the card to the unit.

The LCD displays: Delete, 1. Yes? 2. No?.

3. Press 1 to save and exit.

1.3.3 Resetting the APB Function

You can reset the anti-passback (APB) function of a card to allow a user to re-access the
entry or exit reader.

1. Pressthe code %227 (*k CAR).

2. Present the Master Card or Enroll/Delete Card, and enter its PIN code. The LCD
displays Add New Card.

3. Press 0 several times. The LCD displays Reset Card’s APB.

4. Press #. The LCD displays Enter Card.

5. You can either press the card number or present the card to the unit.
The LCD displays: Reset, 1. Yes? 2. No?.

6. Press 1 to save and exit.
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1.3.4 Accessing the Security Mode

The security mode is used to arm GV-AS100 / 1010. In the arm mode, no cards can be
granted access and no one can program the unit. Only the security card that is associated
with a PIN code can be used to disarm the unit.

1.3.4.A Enabling the Security Mode

Before you can access the security mode, you need to create a security card first.

1. To create a security card, follow the steps 1 to 4 in 1.3.2.A Adding a Card, select 4)S as
card type and create a PIN code for the security card.

2. To access security mode, press the code %276 (k ARM).
The LCD displays Start Arm? Enter PIN Code.

3. Press the PIN code of the security card.
The LCD displays Start Arm? Enter Security Card.

4. Present the security card. The security mode is enabled.

1.3.4.B Disabling the Security Mode

To disable the security mode, press any key, enter the PIN code of the security card and
present the security card.
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1.3.5 Setting Parameters

You can define the parameters of some features on GV-AS100 / 1010.

IMPORTANT: Once connecting to GV-AS100 / 1010, GV-ASManager will load its
parameters to GV-AS100 / 1010. That means some of the parameters you set up here may
be overwritten by GV-ASManager later.

1. Pressthe code %738 (% SET).

2. Present the Master Card and enter its PIN code. The LCD displays Set Local Time.

3. Press 0 to change the options. Press # to select the option for further programming.

Option

Function

Set Local Time

Sets the time, time zone and enables daylight saving.

Set AS100/ 1010 ID

Sets the ID of GV-A100 / 1010 from 1 to 255.

Set AS1010 IP

Sets the IP of GV-AS1010. (GV-AS1010 only)

Set Auth. Mode

Sets an authentication mode for the door/gate.

Auth. Schedule: Follows the authentication schedule set on
GV-ASManager.

Fixed Card Mode: Grants access after the card is presented.
Ignores the authentication schedule of GV-ASManager.

Fixed Card + PIN: Grants access after the user presents the
card and then enters the card’s PIN code. Ignores the
authentication schedule of GV-ASManager.

Fixed Card/Common: Grants access after the user presents
the card or enters the door’s password. Enter the door’s
password after the LCD displays Common Password. Ignores
the authentication schedule of GV-ASManager.

Local Unlock Mode: Remains open. The held-open state
cannot be cleared through GV-ASManager.

Local Lock Mode: Remains locked. The locked state cannot
be cleared through GV-ASManager.
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AS100/ 1010
Function

m  GV-ASBox: Enables or disables the connection to GV-ASBox /
GV-ASNet. (GV-AS100 only)

m  Control Type:

© Door Entry Type: Sets GV-AS100 / 1010 as entry reader
of a door.

® Door Exit Type: Sets GV-AS100 / 1010 as exit reader of a
door.

® Parking Entry Type: Sets GV-AS100/ 1010 as entry
reader of a parking gate.

® Parking Exit Type: Sets GV-AS100 / 1010 as exit reader
of a parking gate.

®© Elevator Type: GV-AS100 / 1010 reader is installed in the
elevator for access control.

m  Anti-Passback: Enables or disables the Anti-Passback
function.

Master PIN Change

Changes the PIN code of the Master Card. (GV-AS100 only)

Enroll Pin Change

Changes the PIN code of the Enroll Card. (GV-AS1010 only)

Delete Pin Change

Changes the PIN code of the Delete Card. (GV-AS1010 only)

Local Rest Time

Sets the time (1 to 255 sec.) that a door/gate remains open after
which the door will automatically be locked.

Set Held Open
Time

Sets the time (5 to 9999 sec.) that a door/gate can be held open
before an alarm is generated.

Set Alarm Event

Enables or disables the alarm settings.

Set Fire Action

Locks or unlocks the door/gate, or remains the current state when a
fire condition occurs.

Set Contact Type

Sets the inputs to be normally open (NO) or normally closed (NC).

Set Function Key

Define the function keys to indicate the start time or end time of the
attendance activities below (GV-AS1010 only): Work Time, Away,
Overtime, Break Time, Job Code.

Note: The Parking Entry Type and Parking Exit Type only work when the sensor input of
Car Detection is activated. When the card is present but the sensor inputs are not activated,
the message “No Car In Zone” will appear in the GV-AS100 / 1010’s LCD.
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1.3.6 Displaying System Information

To display system information, press the code s 347 (% DIS).

Option

Function

Door’s Auth. Mode

Displays the authentication mode of the door.

Door’s Event

Displays what kind of event happened at the door.

ASBox Comm. State
(GV-AS100 only)

Displays the connection status with GV-ASBox / GV-ASNet.

User Disenable: The connection to GV-ASBox / GV-ASNet
is not enabled.

Comm. Fail: The connection to GV-ASBox / GV-ASNet
failed.

Comm. Normal: The connection to GV-ASBox / GV-ASNet
succeeded.

Memory’s State

Displays the memory usage of GV-AS100 / 1010.

Capacity: Displays the total number of events that can be
recorded on GV-AS100 / 1010. The maximum number is
65536. GV-AS100 / 1010 will overwrite the oldest events
when the limit is reached. When GV-AS100/ 1010 is
connected to GV-ASManager, the event data will be
uploaded to the server and the buffer of GV-AS100 / 1010
will be cleared.

Stored: Displays the number of events that has been
recorded.

ID & IP Address

Displays the ID and IP address of GV-AS100 / 1010.

Display Version

Displays the firmware version of GV-AS100 / 1010.
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1.3.7 Restoring Factory Defaults

The restore function is used to clear all configured options and cards from GV-AS100 / 1010
memory and bring back the unit to factory defaults.

IMPORTANT: Restoring default settings will delete all cards enrolled on GV-AS100 / 1010.

1. Pressthe code %737 (* RES).

2. Present the Master Card or Enroll / Delete Card and enter PIN Code.
The LCD displays Default Setting 1. Yes? 2. No?.

3. Press 1. The LCD displays Default Setting Memory Test...

4. When the unit returns to factory defaults, the LCD displays Enter Master Card.
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1.4 Web-Based Configurations

GV-AS100

Through GV-ASBox or GV-ASNet, GV-AS100 can communicate with GV-ASManager over
the network. Using GV-ASBox or GV-ASNet, you can also access the Web interface of GV-
AS100.

Refer to Chapter 9 Optional Devices to see how to connect a GV-ASBox or GV-ASNet and
how to access the Web interface of GV-AS100.

GV-AS1010

GV-AS1010 can communicate with GV-ASManager over the network. The network interface
also allows you to access the Web interface of GV-AS1010.

Refer to Chapter 7 Installing on a Network for detailed instructions on setting a fixed or
dynamic IP address to access GV-AS1010.

Refer to Chapter 8 The Web Interface for details on the setup pages of the Web interface.

Through the Web interface, you can configure general settings, input/output devices,

associated doors/gates and connected readers.
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2.1 Introduction

GV-AS110/ 1110 is a single door controller with a built-in reader. You can connect one
more card reader to GV-AS110 and up to two more card readers to GV-AS1110 for entry
and exit applications. GV-AS110 comes with built-in RS-485 and Wiegand interface, while
GV-AS1110 comes with TCP/IP network port.

GV-AS110/ 1110 has the capability to store up to one thousand cards under standalone
mode and up to 40,000 cards when connected to GV-ASManager. Programming of GV-

AS110/ 1110 can be done either on the keypad or from the software GV-ASManager.

An economic solution for access control, GV-AS110 / 1110 is suitable for controlling doors,
parking gates and access to elevator call buttons.

Door

GV-ASManager GV-HUB / GV-COM /

GV-AS110 Wiegand Reader
GV-NET/IO Card V3.1 N oo

GV-ASM
anager GV-AS1110 Network Reader (x2)

IN IN or OUT

Figure 2-1
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GV-AS110 can make network connection to GV-ASManager using the optional GV-ASBox
or GV-ASNet. With GV-ASBox, two-door control is also possible as illustrated below.

Door

RS-485

Wiegand / RS-485 ° - GV-AS110 wiegand Reader
Reader (x4) GV-ASBox IN ouT
TCP/IP

GV-ASManager

Figure 2-2 Through GV-ASBox

GV-ASNet

RS-485

GV-AS110 Wiegand Reader
IN ouT

RS-485
Reader (x2)

GV- ASManager
Figure 2-3 Through GV-ASNet
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2.1.1 Main Features

GV-AS110

o 1 door (one-way and two-way control), expandable to 2 doors with optional GV-ASBox
e 1,000/ 40,000 cards (standalone / networked or RS-485 mode)

e Easy programming from keypad

e Built-in 3 digital inputs and 2 relay outputs

e 1 Wiegand output (26 ~ 64 bits) for extra reader programming

e Built-in 13.56 MHz Reader

e Built-in tampering alarm sensor

e |P54-compliant housing

e Anti-Passback (APB) support

GV-AS1110

1 door (one-way and two-way control)

e 1,000/ 40,000 cards (standalone / networked mode)

e Easy programming from keypad

e Built-in 2 digital inputs and 1 relay outputs

¢ 1 network interface for connection with GV-ASManager and TCP/IP reader
e Built-in 13.56 MHz Reader

e Built-in tampering alarm sensor

o  Weather-proof and IP66-compliant housing (for outdoor use)

¢ Anti-Passback (APB) support
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2.1.2 Packing List

GV-AS110

GV-AS110

Power Adaptor 12V DC / 1.25A
Power Cord

Screw x 2

Screw Anchor x 2

Front Cover Plate x 2

Enroll Card

Delete Card

GV-AS ID F Card x 20
Download Guide

Warranty Card

GV-AS1110

GV-AS1110

Power Adaptor 12V DC / 1.25A
DC Wire

Screw x 2

Screw Anchor x 2

Front Cover Plate x 2

Enroll Card

Delete Card

GV-AS ID F Card x 20
Software CD

Warranty Card

GV-AS110/ 1110 Controller
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2.2 Installation

The wire assignment of the GV-AS110 cable data are illustrated below.

Front View

Figure 2-4

Rear View

Q GeoUision: cv-asi10 F@ C €

Wiegand
DATAOQ
Wiegand
DATAL

D T ey
CEEN N TR
N
EmE T
el

GV-AS110

Figure 2-5
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Wire color Definition

Red 12v DC

Black GND

Green Wiegand Data 0
White Wiegand Date 1
Blue RS485+

Light Blue RS485-

Yellow Door Sensor IN1
Orange Button IN2
LRed Fire Sensor IN3
Brown IN COM (GND)
Purple Alarm COM
Gray Alarm NO
Brown White Door COM
Black White Door NC

Light Green Door NO
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(: GeoVision: GV-AS1110 OviOdv2

Electric Wire D A D B D C D D
e Too VTN : —
565666666665 Wire color Definition
Blue IN1 (Sensor)
Puple _| N2 @utor) Red 7.5V~12V DC
— FeCe X
o | A e e e Black GND
Green IN COM
Blue IN1 (Sensor)
Purple IN2 (Button)
Brown Door Com
Yellow Door NC
Orange Door NO
GV-AS1110
Figure 2-6
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2.2.1 Connecting Card Readers

2.2.1.A Wiegand Readers (GV-AS110 Only)

GV-AS110 provides one Wiegand input for connection to the Wiegand reader ranging from
26 to 64 bits. Through the GV-AS110 keypad, you can set the Wiegand reader as the entry
or exit reader. To define the reader, see the Door/Gate Function option in 2.3.2
Programming the GV-AS110/ 1110.

Note: Wiegand connection is not supported for GV-AS1110.

The table below shows the wire assignments of the Wiegand input on GV-AS110. Please
consult the documentation of your Wiegand reader for wiring. You will need to set up a
separate power source to power the Wiegand reader.

Wire color Definition
Green Wiegand Data 0
White Wiegand Date 1

2.2.1.B Network Readers (GV-AS1110 Only)

GV-AS1110 supports network port for network connection with GV-CR420 and GV-GF1921 /
1922. Through the GV-AS1110 keypad, you can set the network reader as the entry or exit
reader. To define the reader, see the Door/Gate Function option in 2.3.2 Programming the
GV-AS110/1110.

Note:
1. Network connection with reader is not supported for GV-AS110.
2. GV-AS1110 does not support network connection with GV-GF1911 / 1912.

TCP/IP

Network
GV-AS1110 Reader

Figure 2-7
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2.2.2 Connecting Input Devices

GV-AS110 supports 3 types of inputs, while GV-AS1110 supports 2 types of inputs.
1. GV-AS110/1110: Sensor inputs, e.g. door status sensor
2. GV-AS110/1110: Button inputs, e.g. door opener

3. GV-AS110 only: Fire Sensor inputs, e.g. fire detector

All inputs are dry contact and can be configured as normally open (NO) or normally closed
(NC) through the keypad. The default value is NO. To change the input status, see the
Select Input Contact Type option in 2.3.2 Programming the GV-AS110/ 1110.

The tables below show the wire assignments of input connectors on GV-AS110 and GV-
AS1110.

GV-AS110
Wire color Definition
Yellow Door Sensor IN1
Orange Button IN2
LRed Fire Sensor IN3
Brown IN COM (GND)
GV-AS1110
Wire color Definition
Green IN COM (GND)
Blue Door Sensor IN1
Purple Button IN2

57



Q GeoUision:

2.2.3 Connecting Output Devices

GV-AS110 supports 2 types of outputs, while GV-AS1110 supports 1 type of output:
1. GV-AS110 only: Alarm outputs, e.g. siren or bell

2. GV-AS110/1110: Door outputs, e.g. electronic lock

The table below shows the wire assignments of output connectors on GV-AS110 and GV-
AS1110.

GV-AS110
Wire color Definition
Purple Alarm COM
Gray Alarm NO

Brown & White | Door COM
Black & White Door NC

Light green Door NO
GV-AS1110

Wire color Definition

Brown Door A Com

Yellow Door A NC

Orange Door A NO

Check if your output device meets the following absolute maximum ratings before
connecting it to the Door outputs.

Breakdown Voltage 250V AC, 220V DC

Continuous Load Current 1A (30V DC), 0.3A (125V AC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
AS110/ 1110 circuit board may occur. Continuous operation of GV-AS110 at the
absolute rating level may affect GV-AS110/ 1110'’s reliability.
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To connect an output device:

The example below illustrates the connection of a locking device to GV-AS110/ 1110.
Connect the (+) point on the locking device to the Door COM wire on GV-AS110/ 1110,
connect the two (-) points of the locking device and the external power supply together, and
connect the (+) point on the external power supply to the Door NO or Door NC wire on GV-
AS110/ 1110 based on the state of the locking device.

?""’ ] GV-AS110 /1110
o o o WA External
Power
. . Supply
Locking Device @ @
Door NO
Door NC
Door COM
Figure 2-8
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2.2.4 Connecting to the PC

Connecting GV-AS110/ 1110 to a computer allows you to access its Web interface and
connect it to GV-ASManager if the computer is installed with GV-ASManager. The computer
running GV-ASManager software can be used to monitor the access information and alarm
messages from the controller. The communication link between the computer and GV-
AS110/ 1110 is as below:

GV-AS110: RS-485 connection or network connection

o RS-485 connection: a RS-485 to RS-232 converter is required

¢ Network connection: an optional GV-ASBox or GV-ASNet is required
GV-AS1110: Network connection

2.2.4.A Connecting GV-AS110 to PC

RS-485 Connection between GV-AS110 and PC

The figure below illustrates the RS-485 connection between GV-AS110 and the computer.
For this connection, a RS-485 to RS-232 converter between GV-AS110 and the computer is
required. You can use GV accessories, such as GV-Hub, GV-COM and GV-NET/IO Card,
as the RS-485/RS-232 converter.

RS-485
»

GV-HUB / GV-COM /
GV-AS110 GV-NET/IO Card

Figure 2-9

The table shows the wire assignments of RS-485 connection on GV-AS110.

Wire color Definition
Blue RS485+
Light Blue RS485-

Note: When connecting multiple GV-AS110 through RS-485 connection, you can use the
keypad on GV-AS110 to program every unit’s ID. See 2.3.2 Programming the GV-AS110 /
1110.

60



GV-AS110/ 1110 Controller

Network Connection between GV-AS110 and PC
The figure below illustrates the network connection between GV-AS110 and the computer.
For this connection, a GV-ASBox or GV-ASNet is required.

RS-485 } GV-ASBox /| Network

‘ GV-ASNet
P —

ower In

GV-AS110

Figure 2-10

Connect two power wires and two RS-485 wires from GV-AS110 to GV-ASBox / GV-ASNet.
The table below shows the wire assignments of RS-485 connection on GV-AS110.

Wire color Definition
Red 12V
Black GND
Blue RS485 +
Light Blue RS485 -

See 9.1.4.A Connecting GV-AS100/ 110/ 120 or 9.2.4.A Connecting GV-AS100/ 110/ 120
to see how to connect to GV-ASBox or GV-ASNet.

2.2.4.B Connecting GV-AS1110 to PC

The figure below illustrates the network connection between GV-AS1110 and the computer.

TCP/IP

GV-AS1110

Figure 2-11

Note: GV-AS1110 is only compatible with GV-ASManager V4.2.3 or later.
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2.2.5 Connecting the Power

The supplied AC adaptor can be connected to any power source supplying from 100 to 240V.
Connect 12V and GND wires to the supplied power adapter and then connect the power
adapter to a power source. The table below shows the pin assignments of the power
connectors on GV-AS110 and GV-AS1110.

Wire color GV-AS110 Definition GV-AS1110 Definition
Red 12v DC 7.5V ~12V DC
Black GND GND

Note: Power should only be applied to the unit when all connections are completed and
tested.
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2.3 Programming Mode

After powering on GV-AS110/ 1110, you must create two cards first, an Enroll Card and a
Delete Card. The Enroll Card is used for adding new cards and the Delete Card is used for
deleting cards. Either card will allow you to program the various configurations on GV-AS110
/1110.

Note: Cards complying with ISO 14443A standard for smart card technology can be
formatted as an Enroll Card or Delete Card.

To create the Enroll Card and the Delete Card:
1. Power on the unit. The LED flashes blue.

2. Present a card to be the Enroll Card.

3. Present a card to be the Delete Card.

After 1 to 2 minutes, the LED should be a constant blue light to indicate READY.

2.3.1 Adding and Deleting Cards

Using the two cards, you can add new cards to GV-AS110/ 1110 and delete existing cards
on GV-AS110/1110.

Note:

1. GV-ASManager cannot manage the cards enrolled on GV-AS110 /1110, since the card
data will not be transmitted to GV-ASManager.

2. The cards added through GV-ASManager cannot be deleted on GV-AS110/ 1110.
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2.3.1.A Adding a Card

Up to 1,000 cards can be enrolled on GV-AS110/ 1110 directly without needing additional

software. When working with GV-ASManager software, GV-AS110/ 1110 can support up to

40,000 cards.

1. Present the Enroll Card.

2. Enter a 4-digit PIN code for the new card, reenter the same 4-digit PIN code and then

enter the command code for a desired type of card listed below. The LED will blink green
and red for about 10 seconds. You must finish entering the PIN code twice and the card

command code within the 10 seconds.

Code | Types of Cards

Description

0 Normal Card

The door unlocks after a card is presented. Normal
Cards will not be granted access when Two Person
Entrance/Exit or Security Mode is enabled.

1 Two-person A Card

In the Two Person Entrance/Exit mode, the door
unlocks only when two-person B card is also
presented together.

2 Two-person B Card

In the Two Person Entrance/Exit mode, the door
unlocks only when two-person A card is also
presented together.

3 Security Card

The Security Card is used for launching the Security
Mode, in which no cards can be granted access and
no one can program the unit. Only the Security Card
will be able to disable the Security Mode.

3. Present the card you want to add to the GV-AS110/ 1110.

4. The GV-AS110/ 1110 will produce a long beep if the card has been added successfully

and three short beeps if the adding procedure has failed.

If you do not want to customize a password, you can simply present the Enroll Card and

then present the card you would like to add. The default password will be 1234 and the card

will automatically be set to a Normal Card.
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2.3.1.B Deleting a Card
1. Present the Delete Card.
2. Present the card you want to delete.

3. The GV-AS110/ 1110 will produce a long beep if the card has been deleted successfully
and three short beeps if the deleting procedure has failed.
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2.3.2 Programming the GV-AS110/ 1110

The command codes used to program various functions on GV-AS110/ 1110 are listed

below. All command codes will start with an asterisk * to clear all previous commands and

end with a number sign # to send the command. After typing the command code, present
the Enroll Card or the Delete Card.

IMPORTANT: Once connecting to GV-AS110 /1110, GV-ASManager will load its
parameters to GV-AS110/ 1110. That means some of settings you program here may be

overwritten by GV-ASManager later.

Function

Command Code

Description

Set Password

4-8 digits

You can set a password to open the door using
this password. The Authentication Mode must
be set to Fixed Card/Common mode. Refer to
the Set Authentication Mode function below.

For example, to set the door’s password as
12345, press * 77912345# on the keypad.

Lock Reset
Time

%578 #
1-255 seconds

Sets a time that the door/gate will remain open
after which the door will automatically be
locked.

For example, to set the lock reset time to be
120 seconds, press % 578120#

Held Open
Time

%468 = #
5-9999 seconds

Sets the time that a door/gate can be held open
before an alarm is generated. If the number of
seconds is less than 4 digits, add zeros in front
of them to make it 4 digits.

For example, to set the held open time to be
180 seconds, enter % 4680180#

Set Fire Action | %732 _# This function locks or unlocks the door/gate, or
(GV-AS110 Unchanged=0 maintains the current status when a fire
emergency occurs.
only) Unlock Door=>1 i g yI o unlock door during & f
or example, to unlock door during a fire
Lock Door=>2 emergency, press % 7321#
Local Anti- *527_# Local Anti-passback prevents card sharing by
Passback 0 Disable not allowing a card to go through an entry twice
before first exiting.
1=>Enable

For example, to enable Local Anti-passback,
press *x5271#
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Set Alarm %723 # For the first blank digit, enter a number from
Event Held Open =& 0 options 0 to 4. For the second blank digit, type 1
to enable the option and O to disable the option.

Forced Open > 1 For the third and fourth blank digits, type the

Tamper = 2 number of seconds the alarm will sound.

Fire Alarm = 3 For example, to enable the fire alarm for 3

Access Denied = 4 seconds, press > 7233103#

Alarm Time =» 1-10 sec

Door/Gate *343_# m  Door Entry Type: Sets GV-AS110/ 1110 as
Function Door Entry Type=>0 entry reader of a door. The Wiegand reader

Parking Entry Type=>1 connected will be set as exit reader.

Door Exit Type=>2 m  Parking Entry Type: Sets GV-AS110/1110

Parking Exit Type=>3 as entry reader of a parking gate.

Elevator Type>4 m Door Exit Type: Sets GV-AS110/ 1110 as
exit reader of a door. The Wiegand reader
connected will be set as entry reader.

m Parking Exit Type: Sets GV-AS110/ 1110
as exit reader of a parking gate.

m Elevator Type: GV-AS110/ 1110 reader is
installed in the elevator for access control.

For example, to set the GV-AS110/ 1110 as an

exit reader of a door, press *x 3432#.

Set o * 526_# m  Schedule Mode: Follows the authentication
Q%?:ntlcatlon Schedule Mode=»0 schedule set on GV-ASManager.

Fixed Card Mode=>1 m  Fixed Card Mode: Grants access after the

Local Lock Mode=>2 card is presented. Ignores the authentication

Local Unlock Mode=>»3 schedule of GV-ASManager.

Fixed Card + PIN->4 m Local Lock Mode: Remains locked. The

Fixed Card/Common=>5 locked state cannot be cleared through GV-
ASManager.

m  Local Unlock Mode: Remains open. The
held-open state cannot be cleared through
GV-ASManager.

m  Fixed Card + PIN: Grants access after the
user presents the card and then enters the
card’s PIN code. Ignores the authentication
schedule of GV-ASManager.

m  Fixed Card/Common: Grants access after

card is presented or after the door’s
password is entered. Ignores the
authentication schedule of GV-ASManager.
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For example, to enable the Fixed Card + PIN
mode, press 3k 5264#.

Open door *x (___ _)# | To open the door without presenting a card, enter
with t():ard . Enter the 8-digit card the 8-digit card number on the back of the
glljl\rln e(; an number and enter its 4- individual card and its 4-digit PIN code.
code digit PIN code.
Set ID %743 # Set an ID number for GV-AS110/1110to a

Enter an ID number
between 0 and 255.

number between 0 and 255.

For example, to set the ID number to be 3, press
% 743003#

Security Mode

*276_ _ _ _#

4 digits PIN code of the
security card.

In the Security Mode, no cards can be granted
access and no one can program the unit. Only
the Security Card can disable the Security Mode.

To enable the Security Mode, press %276, enter

the PIN code of the Security Card and press #.
Present the Security Card.

To disable the Security Mode, simply press the
PIN code of the Security Card and present the
Security Card.

Two Person %873 # When Two Person Entrance mode is enabled,
Entrance Disable=>0 both Two Person A Card and Two Person B Card
must be presented to unlock the entrance.
Enable=>1
To enable Two Person Entrance, press % 8731#
Two Person *879_# When Two Person Exit mode is enabled, both
Exit Disable>0 Two Person A Card and Two Person B Card
ble> must be presented to unlock the exit.
Enable=>1 To enable Two Person Exit, press * 8791#
Select Input %426 # Specify the input contact type of the door sensor
Contact Type | No 1 in the first blank digit, button in the second blank
digit and fire sensor in the third blank digit. The
NC=>0 default value is normally opened (NO). Note that
the third digit (fire sensor) is not functional for GV-
AS1110, so you can press either 1 or 0.
For example, to set the input contact type for door
sensor to be normally open (NO), button to be
normally closed (NC), and fire sensor to be
normally open (NO), press % 426101#.
Load Default %k 362# To restore GV-AS110 to factory default, press

362#. All configured settings will be cleared and
all cards will be deleted from GV-AS110/ 1110.

Note: The Parking Entry Type and Parking Exit Type only work when the sensor input of
Car Detection is activated.
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2.4 LED Status and Beeper

Normally, the LED on GV-AS110/ 1110 is blue during standby mode. The LED status and

beeper under different conditions are listed below.

GV-AS110/ 1110 Controller

GV-AS110

Condition LED Beeper

Card + PIN Code Mode | Flashes blue Silent

Card Mode Constant blue Silent

Release Mode Flashes green Silent

Force Unlock Mode Flashes green Silent

Fire Unlock Mode Flashes green Silent

Force Lock Mode Flashes red Silent

Fire Lock Mode Flashes red Silent

Security Mode enabled | Yellow One long beep

Security Mode disabled

Returns to the LED status of
the previous mode

One long beep

Tamper / Forced Open
Alarm

Flashes green and red

Constant beep until alarm
cancelled

Fire Alarm Red Constant beep until alarm
cancelled
Held Open Alarm Unchanged Constant beep until alarm

cancelled

Access Denied Alarm

Flashes red momentarily

Short beep for the number of
seconds specified

Access Denied

Flashes red momentarily

Two short beeps

Access Granted

Flashes green momentarily

One short beep

Enroll Card

Flashes green momentarily

Two long beeps

Delete Card

Flashes red momentarily

Two long beeps

Enrolled/Deleted card
successfully

Displays green LED
momentarily

One long beep

Enroll/Delete card failed

Displays red LED
momentarily

Three short beeps

Firmware update

Flashes red, green and blue

Silent

Firmware update failed

Flashes purple

Constant beep

Factory default

Flashes blue

Silent
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GV-AS1110

Condition

LED

Beeper

Access Granted

Flashes green momentarily

One long beep

Access Denied

Flashes yellow momentarily

Three short beeps

Enroll Card Flashes green / purple momentarily One long beeps
Delete Card Flashes yellow / purple momentarily One long beeps
All alarms Flashes yellow momentarily Beeps until alarm
cancelled
Ready Blue (Connected to GV-ASManager) N/A
Purple (Disconnected from GV-ASManager)
Security Mode Yellow N/A
enabled
Incorrect RTC Flashes green / orange N/A

time
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2.5 Web-Based Configurations

GV-AS110

Through GV-ASBox or GV-ASNet, GV-AS110 can communicate with GV-ASManager over
the network. Using GV-ASBox or GV-ASNet, you can also access the Web interface of GV-
AS110.

Refer to Chapter 9 Optional Devices to see how to connect a GV-ASBox or GV-ASNet and
how to access the Web interface of GV-AS110.

GV-AS1110

GV-AS1110 can communicate with GV-ASManager over the network. The network interface
also allows you to access the Web interface of GV-AS1010.

Refer to Chapter 7 Installing on a Network for detailed instructions on setting a fixed or
dynamic IP address to access GV-AS1110.

Refer to Chapter 8 The Web Interface for details on the setup pages of the Web interface.

Through the Web interface, you can configure general settings, input/output devices,
associated doors/gates and connected readers.
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GV-AS120 Controller

3.1 Introduction

Working as a standalone solution, GV-AS120 is a card reader and also a single door
controller. It is possible to add one more card reader to GV-AS120 for entry and exit
applications. GV-AS120 has the capability to store up to one thousand cards. Programming
of GV-AS120 is done from the software GV-ASManager through the RS-485 connection.

An economic solution for access control, GV-AS120 is suitable for controlling doors, parking
gates and access to elevator call buttons.

Door

GV-ASManager GV-HUB / OR—
GV-COM/ GV-AS120 Wiegand Reader
GV-NET/IO Card IN ouT
Figure 3-1
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GV-AS120 can make network connection to GV-ASManager using the optional GV-ASBox
or GV-ASNet. With GV-ASBox, two-door control is also possible as illustrated below.

Door | i Door
- 2 |
E RS-485 l

GV-AS120  Wiegand Reader
IN ouT

Wiegand / RS-485 °
Reader (x4)

GV-ASManager

Figure 3-2 Through GV-ASBox

Door
gi@s;ls:nrn-n
Al M RS-485
RS-485 GV-ASNet GV-AS120 Wiegand Reader
Reader (x2) IN ouT

TCP/IP

GV- ASManager
Figure 3-3 Through GV-ASNet
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3.1.1 Main Features

1 door (one-way and two-way control), expandable to 2 doors with optional GV-ASBox
1,000 / 40,000 cards (standalone / networked or RS-485 mode)

Built-in 2 digital inputs and 1 relay output

1 Wiegand output (26 ~ 64 bits) for extra reader programming

Built-in 13.56 MHz Reader

Built-in tampering alarm sensor

Weather-proof and IP66-compliant housing (for outdoor use)

3.1.2 Packing List

GV-AS120

Power Adaptor 12V DC / 1.25A
Power Cord

Screw x 3

Screw Anchor x 2

Security Torx

Enroll Card

Delete Card

GV-AS ID F Card x 20
Download Guide

Warranty Card
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3.2 Insta

The wire assignment of the GV-AS120 cable data are illustrated below.

l[lation

5 )
©
A© ©1
Front View Rear View
Figure 3-4
Wire color Definition
Red 12v
Black GND
Green Wiegand Data 0
White Wiegand Date 1
Blue RS485+
Light Blue RS485-
Brown IN COM (GND)
Yellow Door Sensor IN1
LRed Button IN2
Purple Door COM
Orange Door NC
Gray Door NO
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3.2.1 Connecting a Wiegand Reader

GV-AS120 provides one Wiegand input for connection to the Wiegand reader ranging from
26 to 64 bits. Through the Web interface of GV-AS120, you can set the Wiegand reader as
the entry or exit reader. To define the reader, see 9.3.2.A Function Setting.

The table below shows the wire assignments of the Wiegand input on GV-AS120. Please
consult the documentation of your Wiegand reader for wiring. You will need to set up a
separate power source to power the Wiegand reader.

Wire color Definition
Green Wiegand Data 0
White Wiegand Date 1

3.2.2 Connecting Input Devices

GV-AS120 supports 2 types of inputs:
1. Sensor inputs, e.g. door status

2. Button inputs, e.g. door opener

All inputs are dry contact and can be configured as normally open (NO) or normally closed
(NC) through the GV-AS120 Web interface. The default value is NO. To change the input
status, see 9.3.2.F In/Out Function.

The table below shows the wire assignments of input connectors on GV-AS120.

Wire color Definition
Yellow Door Sensor IN1
LRed Button IN2
Brown IN COM (GND)
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3.2.3 Connecting Output Devices

GV-AS120 supports 1 type of output: Door outputs, e.g. electronic lock

The table below shows the wire assignments of output connectors on GV-AS120.

Wire color Definition
Purple Door COM
Orange Door NC
Gray Door NO

Check if your output device meets the following absolute maximum ratings before

connecting it to the Door outputs.

Breakdown Voltage

250V AC, 220V DC

Continuous Load Current

1A (30V DC), 0.3A (125V AC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
AS120 circuit board may occur. Continuous operation of GV-AS120 at the absolute
rating level may affect GV-AS120’s reliability.

To connect an output device:

The example below illustrates the connection of a locking device to GV-AS120. Connect the

(+) point on the locking device to the Door COM wire on GV-AS120, connect the two (-)

points of the locking device and the external power supply together, and connect the (+)

point on the external power supply to the Door NO or Door NC wire on GV-AS120 based on

the state of the locking device.

?/,
2 D as ™

TR

Locking Device

External
Power

Supply

CEG)
L

Gray, Door NO

Orange, Door NC
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GV-AS120 Controller

3.2.4 Connecting to the PC

The computer running GV-ASManager software can be used to monitor the access
information and alarm messages from GV-AS120. The communication link between the
computer and GV-AS120 can be either through RS-485 or network. For RS-485 connection,
a RS-485 to RS-232 converter is required, such as a GV-Hub, GV-COM or GV-NET/ IO
Card V3.1. For network connection, an optional GV-ASBox or GV-ASNet is required.

3.2.4.A RS-485 Connection

The figure below illustrates the RS-485 connection to the computer. For this connection, a
RS-485 to RS-232 converter between GV-AS120 and the computer is required. You can use
GV accessories, such as GV-Hub, GV-COM and GV-NET/IO Card, as the RS-485/RS-232
converter.

RS-485 }

GV-HUB /
GV-AS120 GV-COM /

GV-NET/IO Card

Figure 3-6

The table shows the wire assignments of RS-485 connection on GV-AS120.

Wire color Definition
Blue RS485 A+
Light Blue RS485 A-

79



Q GeoUision:

To define ID number, control type and authentication mode
Using the GV-AS120 Setting AP in the GV-ASManager folder, you can define the ID
number of multiple GV-AS120 connected through RS-485 interface, as well as set the

control type and authentication mode.

1. Goto C:\Access Control\ASManager\ and double-click GV-AS120 SetupAP
V100.exe. This dialog box appears.

GWV-ASTxx Setting AP

< -

Open COM | Close COM ‘

1D Murber

L =l
Control Type

|DDDI Entry Cantrol ﬂ

Authentication bode
Card+PIN Code Mode |

Setup GOI

Figure 3-7

2. Select the COM port that is connected to GV-AS120 and click Open COM. The red
square should change to blue to indicate the COM port is correct.

Note: To verify the COM port that is connected to GV-AS120, go to Windows Device
Manager. In the Ports (COM & LPT) field, you should see the entry for Prolific USB-to-
Serial Comm Port. The COM port shown in parenthesis indicates the COM number
currently in use.

- Ports (COM &.LPT)
“_b" Communications Port {COMLY
S ECP Printer Port (LPT1)
“_b" Pralific USE-to-Serial Cornm Pork (COM4)

3. Select an ID number for the GV-AS120.
Use the drop-down list to define the Control Type and Authentication Mode. Refer to
Door / Gate Function and Set Authentication Mode in 2.3.2 Programming the GV-AS110
for more details on each type of Control Type and Authentication Mode.

5. Click Setup GO. The settings are sent to GV-AS120.
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3.2.4.B Network Connection

The figure below illustrates the network connection to the computer. For this connection, a
GV-ASBox or GV-ASNet is required.

RS-485 } GV-ASBox /
‘ GV-ASNet .
Power In
GV-AS120
Figure 3-8

Connect two power wires and two RS-485 wires from GV-AS120 to GV-ASBox / GV-ASNet.
The table below shows the wire assignments of RS-485 connection on GV-AS120.

Wire color Definition

Red 12v

Black GND

Blue RS485 A+
Light Blue RS485 A-

See 9.1.4.A Connecting GV-AS100/ 110/ 120 or 9.2.4A Connecting GV-AS100/ 110/ 120
to see how to connect to GV-ASBox or GV-ASNet.

3.2.5 Connecting the Power

The supplied AC adaptor can be connected to any power source supplying from 100 to 240V.
Connect 12V and GND wires to the supplied power adapter and then connect the power
adapter to a power source. The table below shows the pin assignments of the power
connectors on GV-AS120.

Wire color Definition
Red 12v
Black GND

Note: Power should only be applied to the unit when all connections are completed and
tested.
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3.3 Programming Mode

After powering on GV-AS120, you must create two cards first, an Enroll Card and a Delete
Card. The Enroll Card is used for adding new cards and the Delete Card is used for deleting
cards. Either card will allow you to program the various configurations on GV-AS120.

Note: The card complying with ISO 14443A standard for smart card technology can be
formatted as an Enroll Card or Delete Card.

To create the Enroll Card and the Delete Card:
1. Power on the unit. The LED flashes blue.

2. Present a card to be the Enroll Card.

3. Present a card to be the Delete Card.
4

The GV-AS120 will automatically load default, and the LED will flash blue and yellow.
After 1 to 2 minutes, the LED should be a constant blue light to indicate READY.

3.3.1 Adding and Deleting Cards

Using the two cards, you can add new cards to GV-AS120 and delete existing cards on GV-
AS120.

Note:

1. GV-ASManager cannot manage the cards enrolled on GV-AS120, since the card data
will not be transmitted to GV-ASManager.

2. The cards added through GV-ASManager cannot be deleted on GV-AS120.
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3.3.1.A Adding a Card

Up to 1,000 cards can be enrolled on GV-AS120 directly without needing additional software.
When working with GV-ASManager software, GV-AS120 can support up to 40,000 cards.

1. Present the Enroll Card.
2. Present the card you want to add to the GV-AS120.

3. The GV-AS120 will produce a long beep if the card has been added successfully and
three short beeps if the adding procedure has failed.

The default password will be 1234 and the card will automatically be set to a Normal Card.
You can change the password and set the card to different card types such as Patrol Card
or Two-person A/B Card using GV-ASManager. Refer to the Adding Cards section in GV-
ASManager User’s Manual for more details.

Note: GV-AS120 does not support cards set up as Security Cards.

3.3.1.B Deleting a Card
1. Present the Delete Card.
2. Present the card you want to delete.

3. The GV-AS120 will produce a long beep if the card has been deleted successfully and
three short beeps if the deleting procedure has failed.
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3.4 LED Status and Beeper

Normally, the LED on GV-AS120 is blue during standby mode and the LED flashes green

when a card is granted access or when the operation was successful. A red LED indicates

access denied or the operation was unsuccessful. The LED status and beeper under

different conditions are listed below.

Condition LED Beeper
Card Mode Constant blue Silent
Release Mode Flashes green Silent
Force Unlock Mode Flashes green Silent
Force Lock Mode Flashes red Silent

Tamper / Forced Open
Alarm

Flashes green and red

Constant beep until alarm
cancelled

Held Open Alarm

Unchanged

Constant beep until alarm
cancelled

Access Denied Alarm

Flashes red momentarily

Short beep for the number of
seconds specified

Access Denied

Flashes red momentarily

Two short beeps

Access Granted

Flashes green momentarily

One short beep

Enroll Card

Flashes green momentarily

Two long beeps

Delete Card

Flashes red momentarily

Two long beeps

Enrolled/Deleted card
successfully

Displays green LED
momentarily

One long beep

Enroll/Delete card failed

Displays red LED
momentarily

Three short beeps

Firmware update

Flashes red, green and
blue

Silent

Firmware update failed

Flashes purple

Constant beep

Factory default

Flashes blue

Silent
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3.5 Web-Based Configurations

Through GV-ASBox or GV-ASNet, GV-AS120 can communicate with GV-ASManager over
the network. Using GV-ASBox or GV-ASNet, you can also access the Web interface of GV-
AS120.

Refer to Chapter 9 Optional Devices to see how to connect a GV-ASBox or GV-ASNet and
how to access the Web interface of GV-AS120.
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GV-AS210/ 2110/ 2120 Controller

4.1 Introduction

4.1.1 Main Features

One-way control: 4 doors

Two-way control:

- 2 doors by Wiegand only;

- 4 doors by Wiegand / network;

- 4 doors with max 2 doors by Wiegand and other doors by RS-485 / network
Support 4 Wiegand card readers of 26 to 64 bits

Support 8 GV-Readers / GV-GF Fingerprint Readers through RS485 connection
Built-in 8 digital inputs and 8 relay outputs

Support for GV-AS Bridge for access control on the cloud-based software GV-Cloud
Access Control (firmware V2.60 or later)

Suitable for door, doors, parking gates and access to elevator call buttons
Support for tampering alarm

GV-AS210/2110: DC 12V, 3A
GV-AS2120: DC 12V, 3A / PoE+ (IEEE 802.3at, provides up to 25.5 W)
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4.1.2 Packing List

GV-AS210/ 2110

GV-AS210/ 2110

Power Adaptor 12V DC / 3A
Power Cord

Battery Cable

Screw x 4

Micro SD Card 2 GB
Software CD

Warranty Card

GV-AS2120

88

GV-AS2120

Battery Cable
Screw x 4

Micro SD Card 2 GB
Software CD / DVD

Warranty Card



GV-AS210/ 2110/ 2120 Controller

4.1.3 Board Layout
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GV-AS2120
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Note: It is highly recommended that you connect the fire alarm button to the 12V power
port and electromagnetic lock directly, as the figure below shows. This enables all the
associated doors to be triggered even if your GV-AS21 series Controller behaves
abnormally when a fire condition occurs.

GND [ o [ “
GND [ o /| |
12v |°
12v Lo

Power

IN1
IN2
IN3
IN4
INCOM
INCOM

1 COM| Fire Alarm:

|
Q\ : Button
Exit I
|
|

Button O

S

NO
COM

NC

NO Electromagnetic
COM L Lock

NC || ©

OUTPUT

. 0. O
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4.2 Installation

4.2.1 Connecting Card Readers

GV-AS210/ 2110/ 2120 can physically connect to card readers through its RS-485 and

Wiegand interfaces.
e Wiegand: Compatible with any Wiegand card readers of 26 to 64 bits.
e RS-485: Only compatible with all GV-Readers and GV-GF Fingerprint Readers.

To see how to connect to network readers through TCP/IP, refer to 8.3 Extended Device.

4.2.1.A Wiegand Readers

GV-AS210/2110/ 2120 provides 4 Wiegand inputs (Wiegand A to Wiegand D). Connect up
to 4 Wiegand readers ranging from 26 to 64 bits to the Wiegand interfaces. Please consult
the documentation of your Wiegand reader for wiring.

Connect to Wiegand compatible readers

Wiegand A Wiegand B Wiegand C Wiegand D

m
o Jl12v —
L o ]bo
|, o b1
0 JGND—
o Ji2v —
|, o ]bo
|, ofp1
|, O JGND—
L o Jiov —
|, o Jpo
L o1
L O JGND—
L 0 Jiov —
L, o |po
|, o b1
| O JeND—

Figure 4-3
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4.2.1.B RS-485 Readers

For long-distance connection and non-Wiegand card readers, you can establish RS-485
connection with any GV-Readers and GV-GF Fingerprint Readers. Up to 8 readers can be
connected together with a single RS-485 cable to the RS-485 interface on GV-AS210/ 2110
/ 2120.

When multiple readers are connected together, an extra power supply to each unit is
required. Use 12V power output and GND on the power terminal or the Wiegand connectors
to power on each unit.

Connect each reader to the power terminal or
Wiegand connectors for power supply

RS-485_A TERM
RS-485_B TERM (Not Functional)

RS485+ [~ o | RS485 A+

Up to 8 GV-Readers and [~ o | RS485 A-
GV-GF Fingerprint Readers Not

Figure 4-4

Note:

1. Each set of 12V power output and GND can provide power for up to 2 readers. The 2
sets on the power terminal can support up to 4 readers. If you wish to connect more
readers and the Wiegand interfaces are already occupied, you can connect the
readers to an external power source.

2.  When the RS-485 connection between GV-AS210/ 2110/ 2120 and the reader is over
a long distance, you can turn ON the RS485 A Terminal switch if the signal is
unstable.
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4.2.2 Connecting Input Devices

Up to 8 input devices can be connected to GV-AS210/ 2110/ 2120. Connect the input wires
to DI1~8 and connect GND wires to com.A or com.B. Multiple GND wires can be connected
to the same com.A/B interface.

All inputs are dry contact that can be configured as normally open (NO) or normally closed
(NC) on the Web interface. To change the input status, refer to 8.2.6 Input Configuration.

DI1
DI2
DI3
Di4
com.A
cCom.A

Input @
Device
@

GND

OfOJOgOfOfO

DI5
DI6
DI7
DI8
com.B
com.B

OfJOJOoOfofofo

Figure 4-5
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4.2.3 Connecting Output Devices

Up to 8 output devices can be connected to GV-AS210 / 2110/ 2120. Check if your output
device meets the following absolute maximum ratings before connecting it to outputs 1 ~ 8.

Breakdown Voltage

110V AC ~ 250V AC, 30V DC

Continuous Load Current

3A (AC), 3A (DC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
AS210/ 2110/ 2120 circuit board may occur. Continuous operation of GV-AS210 /
2110/ 2120 at the absolute rating level may affect the controller’s reliability.

To connect an output device:

Connect the (+) point on the output device to COM on GV-AS210/ 2110/ 2120, connect the
two (-) points of the output device and the power supply together, and connect the (+) point
on the power supply to the NO or NC of GV-AS210 /2110 / 2120 based on the state of the

output device.

There are two ways to supply power to the output device:

® Use the power outputs on the GV-AS Controller: The output device must be a 12V

device. The total power consumption of the output devices and readers connected to

the controller must be under 3A when using the power adapter. If you are using a PoE

adapter for GV-AS2120, the total power consumption must be under 25.5 W.

® Connect an external power supply: Connect an external power supply if the total

power consumption is exceeded or if the output device requires higher current.

NC2 NC2
COM2 COM?2
NO2 NO2
NC1 NC1
CoM1 COM1
NO1 NO1

External
Power
Supply
@ - Output
- Device
| N
I |

ano [$o

12v
12v

a
a
eno (435

Output Device

Figure 4-6
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Note: If you want to use the power outputs on the GV-AS Controller, note that the maximum
current of the individual voltage output is 12V, 0.9A.
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4.2.4 Connecting Backup Battery

You can connect a 12 V battery to the controller to provide backup power when the main
power supply fails. When the main power supply is removed and the battery voltage level is
above 10.2V, the battery will support normal operation of the controller.

Power Jack d 12V Battery

_I_ —
<G Red
Battery o
Black
o
(o]
(o]
o
Figure 4-7

Note: Only lead-acid batteries are supported.
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4.2.5 Connecting the Power

For GV-AS210/ 2110, you can connect the controller to power directly using the supplied
12V DC adaptor. For GV-AS2120, you can choose to supply power using a power adaptor
(available for separate purchase) or using a Power over Ethernet (PoE) adapter. After power
is connected, the power LED on GV-AS210 /2110 / 2120 should glow.

Note: Power should be applied to the unit when all connections are completed and tested.

GV-AS210/ 2110: Use the supplied power adapter.

Power Jack i e — Power
Source

0.
12v DC/3A

GV-AS210/ o power adaptor
GV-AS2110 o

[

¢}

[

¢}

Power LED -a—[][}

ofoflofo @

Figure 4-8
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GV-AS2120: Connect a PoE adapter or a 12V DC / 3A power adapter (not included). When

using PoE:

® The Ethernet cable must be Cat 5e or above.

® The maximum power consumption supported is 25.5 W. You will need to connect an
external power supply if the total power consumption exceeds 25.5 W after output
devices and readers are connected.

Power Jack d — Power
Source

o 12v DC/3A
GV-AS2120 o power adaptor
—>
T’
7’
Power LED —IDD
Ethernet @

v

PoE Adapter

Figure 4-9

Note: To calculate the total power consumption, add the power consumption of the
controller, output devices and readers connected. For example, if you connect 4 GV-EL202B
and 8 GV-DFR1352 to the GV-AS2120, the total power consumption will be 25.16 W.

® Each GV-EL202B uses 3.6W * 4 = 14.4W

® FEach GV-DFR1352 uses 0.72W *8 =5.76 W
® GV-AS2120 uses5W

Total power consumption: 14.4 + 576 + 5=25.16 W
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4.2.6 Connecting the PC

Connecting the controller to a computer allows you to access its Web interface and connect
it to GV-ASManager if the computer is installed with GV-ASManager. The computer running
GV-ASManager software can be used to monitor the access information and alarm
messages from GV-AS210/ 2110/ 2120. If connection with GV-ASManager is interrupted,
GV-AS210/ 2110/ 2120 stores this information on the supplied micro SD card. The data
stored will be sent to GV-ASManager when connection resumes.

GV-AS210/ 2110/ 2120 (firmware V2.60 or later) is also compatible with GV-AS Bridge.
Central access control is made possible when integrating the controllers with readers, GV-
AS Bridge, and the cloud-based software GV-Cloud Access Control. See 1.7 Linking GV-AS
Controller to GV-Cloud Access Control in GV-AS Bridge Installation Guide for details.

GV-AS210/ AS2110/ AS2120

Ethernet
h OO o }O Ofjojo
[_] FAVAVAY
|
Network
Figure 4-10

Note:

1. The controllers are only compatible with the GV-ASManager versions listed below:
® GV-AS210: GV-ASManager V4.2.1 or later
® GV-AS2110: GV-ASManager V4.2.3 or later
® GV-AS2120: GV-ASManager V4.3 or later

2. The controllers are only compatible with GV-AS Bridge with the following firmware
version:

® GV-AS210/ 2110/ 2120: firmware V2.60 or later
3. For GV-AS210/ 2110/ 2120 (firmware V2.60 or later), the simultaneous connection to
GV-ASManager and GV-AS Bridge is not applicable.
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GV-AS210/ 2110/ 2120 Controller

4.2.7 Fitting the Battery (GV-AS2110/ 2120 Only)

GV-AS2110/ 2120 includes a replaceable cell button battery. When the power in the battery
becomes low, a “Low Battery” message and icon will appear in GV-ASManager. When this
happens, replace the battery. All settings on GV-AS2110 /2120 will disappear about 10

hours after the battery stops working, and GV-AS2110 / 2120 will be restored to default
settings.

Power
(Only available in Jack
GV-AS2110/ 2120 / 2121)
RTC Battery
. 1 H —
(- GeoUision:
GV-AS2110/ 2120
+O
-0

Figure 4-11

Note:
1. Make sure the plastic insulation film under the battery is removed.
2. Itis recommended to replace the battery annually.

101



Q GeoUision:

4.3 Other Settings

4.3.1 Web Setting Switch

When the Web Setting switch is set to the ON position, you can modify Advanced Settings
and Extended Reader of GV-AS210/ 2110/ 2120 through its Web interfaces. When the
switch is set to the OFF position, Advanced Settings are not accessible. For details on
Advanced Settings, see 8.2 Advanced Settings.

Web Setting

Switch

[ OFF
| ON

Wiegand A Wiegand B

Figure 4-12

4.3.2 Resetting the Controller

To reset GV-AS210/ 2110/ 2120, press the Reset button in the bottom half of GV-AS210 /
2110/ 2120 circuit board for three seconds.

Reset
®] 5uton

Wiegand Wiegand Wiegand

Figure 4-13
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GV-AS210/ 2110 / 2120 Controller

4.3.3 Restoring Factory Defaults

To restore GV-AS210 /2110 / 2120 to factory default settings, press the Default button for
10 seconds.

GV-AS210/ 2110

Load Default Button =35> Ii

Figure 4-14

— RS-485_A TERM
— RS-485_B TERM

GV-AS2120

Load Default Button '@,| Default

Figure 4-15
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4.4 The Web Interface

You can install GV-AS210 / 2110/ 2120 on a network and configure the controller through
its Web interface.

Refer to Chapter 7 Installing on a Network for detailed instructions on setting a fixed or
dynamic IP address to access the controller.

Refer to Chapter 8 The Web Interface for details on the setup pages of the Web interface.

Through the Web interface, you can configure general settings, input/output devices,
associated doors/gates and connected readers.
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5.1 Introduction

5.1.1 Main Features

GV-AS410/ 4110

One-way control: 4 doors
Two-way control: 4 doors
Support 8 Wiegand card readers of 26 to 64 bits

Support 8 GV-Readers / GV-GF Fingerprint Readers through RS485 connection /
Network

Built-in 16 digital inputs and 24 relay outputs

Support for GV-AS Bridge for access control on the cloud-based software GV-Cloud
Access Control (firmware V2.60 or later)

Suitable for doors, parking gates and access to elevator call buttons

Support for tampering alarm

GV-AS810/8110

106

One-way control: 8 doors

Two-way control:

- 4 doors by Wiegand only;

- 8 doors by RS-485 / network;

- 8 doors with max 4 doors by Wiegand and other doors by RS-485 / network
Support 8 Wiegand card readers of 26 to 64 bits

Support 16 GV-Readers / GV-GF Fingerprint Readers through RS485 connection /
Network

Built-in 16 digital inputs and 24 relay outputs
Suitable for doors, parking gates and access to elevator call buttons

Support for tampering alarm



GV-AS410/ 4110/ 810/ 8110 Controller

5.1.2 Packing List

e GV-AS410/4110/810/8110

e GV-AS410/4110: Power Adaptor 12V DC/ 3.5A
GV-AS810/8110: Power Adaptor 12V DC / 5A

e Power Cord

e Battery Cable

e Screwx38

e Hex Nutx8

e HexPillar x 8

e Micro SD Card 2 GB

e Software CD

e Warranty Card
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5.1.3 GV-AS410/ 4110/ 810/ 8110 Board Layout
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GV-AS410/ 4110/ 810/ 8110 Controller

Note: Itis highly recommended that you connect the fire alarm button to the 12V power
port and electromagnetic lock directly, as the figure below shows. This enables all the
associated doors to be triggered even if your GV-AS41 / 81 series Controller behaves
abnormally when a fire condition occurs.

12v
GND
12v
GND
12v
GND

Power
IN1 | o ”
IN2 Jo : COM| Fire Alarm!
INCOM 0 1(\ | Button :
|
IN3 [© Exit I |
iNa [0 Button ,Q | Noj> Ne oo |
INCOM L2 A |
INPUT ! :
| g |
| C_) |
ne [0 ' p :
8 | -
com |° | | Electromagnetic :
NO 2 L Lok T |
NC |=
COM |—
0
NO

OUTPUT
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5.2 Installation

5.2.1 Connecting Card Readers

GV-AS410/ 4110/ 810/ 8110 supports two types of card reader interfaces:
e Wiegand: Compatible with any Wiegand card readers of 26 to 64 bits.

e RS-485: Only compatible with all GV-Readers and GV-GF Fingerprint Readers.

5.2.1.A Wiegand Readers

GV-AS410/ 4110/ 810/ 8110 provides 8 Wiegand inputs (Wiegand A to Wiegand H).
Connect up to 8 Wiegand readers ranging from 26 to 64 bits to the Wiegand interfaces.
Please consult the documentation of your Wiegand reader for wiring.

CON11 CON10

Wiegand_H | Wiegand_F Wiegand_D | Wiegand_B
SEEHEHEHEREEEEEEEE
Wiegand_G | Wiegand_E Wiegand_C | Wiegand_A
S EHEEEHEREHEEEEEEE

Connect to Wiegand compatible readers

Figure 5-2

Note: Although 8 Wiegand inputs are available, GV-AS410 / 4110 only supports control of
up to 4 doors.
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5.2.1.B RS-485 Readers

GV-AS410/ 4110/ 810/ 8110 Controller

For long-distance connection and non-Wiegand card readers, you can connect RS-485
connection with any GV-Readers and GV-GF Fingerprint Readers. Using a single RS-485
cable, up to 8 readers can be connected together with to the RS-485 A+ / A- interface. For
GV-AS810/ 8110, another 8 readers can be connected to the RS-485 B+ / B- interface, for a

total of 16 RS-485 readers.

When multiple readers are connected together, an extra power supply to each unit is
required. Use 12V power output and GND on the power terminal or the Wiegand connectors

to power on each unit.

J37 J35
< m
LK'JI ml
[e0] [o0]
Dy Dy
[a'd x
Terminal I:”:”:I
Resistor
B+ B- Not functional
for GV-AS410/ 4110
—
RS485 12V OUTPUT 5
® ofojofloflofo 00 0 0 0 0 ®
o) [a) [a)
Jl&|<|d|a Z ] z ] z

Up to 8 GV-Readers and
GV-GF Fingerprint Readers

semeeeemees| 12V
--------{GND

Figure 5-3

Connect each reader to the
power terminal or Wiegand
connectors for power supply
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Note:

1.

Each set of 12V power output and GND can provide power for up to 2 readers. The 3
sets on the power terminal can support up to 6 readers. If you wish to connect more
readers and the Wiegand interfaces are already occupied, you can connect the
readers to external power source.

By default, a jumper cap is installed on the RS485_A Terminal Resister (J37) to
ensure stability when the RS-485 connection between GV-AS410/4110/810/ 8110
and the reader is over a long distance.

Although up to 8 RS-485 readers can be connected, GV-AS410/ 4110 only supports
control of up to 4 doors.
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GV-AS410/ 4110/ 810/ 8110 Controller

5.2.2 Connecting Input Devices

Up to 16 input devices can be connected to GV-AS410/ 4110/ 810/ 8110. Connect the
input wires to IN1~16 and connect GND wires to GND. Multiple GND wires can be
connected to the same GND pin.

All inputs are dry contact that can be configured as normally open (NO) or normally closed
(NC) on the Web interface. To change the input status, refer to 8.2.6 Input Configuration.

TMS

Ethernet

zZ
o
fay
@)

O | ZONI
o |[dND
o |EO0NI
o |VONI
o |AND
O JGONI
O J90NI
O JAND
o |/ZONI
o |SONI
o |AND
O J60NI
O JOTNI
O JAND
o |TTNI
o |ZTNI
o |AND
O JETNI
O [VTNI
O |AND
o |STNI
o [9TNI
o |AdND

IN GND

® ©
Input
Device

Figure 5-4
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5.2.3 Connecting Output Devices

Up to 24 output devices can be connected to GV-AS410/ 4110/ 810/ 8110. Check if your
output device meets the following absolute maximum ratings before connecting it to output
terminal block.

Outputs Outputs 1-16 Outputs 17-24
Breakdown Voltage 110V AC — 250V AC, 30V DC | 30V DC
Continuous Load Current | 3A (AC), 3A (DC) 1A

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
AS410/ 4110/ 810/ 8110 circuit board may occur. Continuous operation at the
absolute rating level may affect GV-AS410/ 4110/ 810/ 8110’s stability.

To connect an output device:

Connect the (+) point on the output device to COM on GV-AS410/4110/810/ 8110,
connect the two (-) points of the output device and the power supply together, and connect
the (+) point on the power supply to the NO or NC of GV-AS410/ 4110/ 810/ 8110 based
on the state of the output device.

There are two ways to supply power to the output device:

® Use the power outputs on the GV-AS Controller: The total power consumption of the
output devices and readers connected to GV-AS Controller must be under 3.5A for GV-
AS410 /4110 or 5A for GV-AS810/ 8110. The output device must be a 12V device.

® Connect an external power supply: Connect an external power supply if the total
power consumption exceeds 3.5A / 5A or if the output device requires higher current.

- NO Output External
Device Power
OUT2|COM Supol
NC ouT2 PRy
 NO @ E Output
OuUT1|COM J Device
L NC P © &
0 OouUT1 i
EEEEE
O[O [O
12V OUTPUT
Figure 5-5

Note: If you want to use the power outputs on the GV-AS Controller, note that the maximum
current of the individual voltage output is 12V, 0.9A.

114



GV-AS410/ 4110/ 810/ 8110 Controller

5.2.4 Connecting Backup Battery

You can connect a 12V battery to GV-AS410/ 4110/ 810/ 8110 to provide backup power
when the main power supply fails. When the main power supply is removed and the battery
voltage level is above 10.2V, the Discharging LED will light and the battery will support
normal operation of the GV-AS410/ 4110/ 810/ 8110.
CON9

12V OUTPUT 12V

2I2|1RIE[R]2]| (BAT) Battery
- O] -+ swi

oo +H =
-

| Red

Black

Figure 5-6

Note: Only lead-acid batteries are supported.

5.2.5 Connecting the Power

You can connect GV-AS410/ 4110/ 810/ 8110 to power directly using the supplied 12V DC
adaptor. After power is connected, the power LED on GV-AS410 / 810 should glow.

Note: Power should only be applied to the unit when all connections are completed and
tested.

Power LED

GNDL2

IN04 L2

INO3|L O
T vl

INO2| o

INOLIo 12V DC
(BAI) power adaptor

SwWi
Power

OO
® S
Source

Figure 5-7
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5.2.6 Connecting the PC

Connecting GV-AS410/ 4110/ 810/ 8110 to a computer allows you to access its Web
interface and connect it to GV-ASManager if the computer is installed with GV-ASManager.
The computer running GV-ASManager software can be used to monitor the access
information and alarm messages from GV-AS410/ 4110/ 810/ 8110. If connection with GV-
ASManager is interrupted, GV-AS410/ 4110/ 810 / 8110 stores this information on the
supplied micro SD card. The data stored will be sent to GV-ASManager when connection
resumes.

GV-AS410/ 4110/ 4111 (firmware V2.60 or later) is compatible with GV-AS Bridge. Central
access control is made possible when integrating the controllers with readers, GV-AS Bridge,
and the cloud-based software GV-Cloud Access Control. See 1.7 Linking GV-AS Controller
to GV-Cloud Access Control in GV-AS Bridge Installation Guide for details.

Micro SD

Ethernet

GV-AS410/ 4110/
810/8110

Figure 5-8

Note:

1. GV-AS410/ 810 is only compatible with GV-ASManager V4.2.1 or later, and GV-AS4110
/ 8110 is only compatible with GV-ASManager V4.2.3 or later.

2.  The controllers are only compatible with GV-AS Bridge with the following firmware
version:

® GV-AS410/ 4110/ 4111: firmware V2.60 or later

3. For GV-AS410/ 4110/ 4111 (firmware V2.60 or later), the simultaneous connection to
GV-ASManager and GV-AS Bridge is not applicable.
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5.3 Other Settings

5.3.1 Web Setting Switch

When the Web Setting switch is set to the ON position, you can modify Advanced Settings
and Extended Reader settings of GV-AS410/ 4110/ 810/ 8110 through its Web interfaces.
When the switch is set to the OFF position, Advanced Settings and Extended Reader
settings are not accessible. For details on Advanced Settings and Extended Reader settings,
see 8.2 Advanced Settings and 8.3.1 Extended Reader.

GND
INO4
INO3
] eno
INO2
INO1

ON OFF

OfOJoOgofofo

(I?AP Web Setting

OFF __py
swi ] ON Switch

®

oa

Figure 5-9

5.3.2 Resetting the GV-AS410/4110/810/ 8110

To reset GV-AS410/ 4110/ 810/ 8110, press the Reset button on the right side of GV-
AS410/ 4110/ 810/ 8110 circuit board for three seconds.

| | | | | | | | Ethernet
OuUT21 [0OUT24 GND —
NO{cOM| NC | NO [com{ NG N6
OUT22 [0UT23 IN15[o ]

NO|coM| NC | NO [com| NC GND|©°

IN14| ©

Ji4 IN13[©

GND]J o

IN12] o

e Reset IN11[5

Button GNDI©

IN10J ©

® IN09 [0

Figure 5-10
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5.3.3 Restoring Factory Defaults

To restore GV-AS410/ 4110/ 810/ 8110 to factory default settings, press the Default
button for 10 seconds.

Load Default Button ’

CON12
Wiegand_D[Wiegand_B
SEEE o
Ofr o <L|lo|- o
iegand_C A

Figure 5-11

118



GV-AS410/ 4110/ 810/ 8110 Controller

5.4 GV-AS410/4110/810/ 8110 Kit (Optional)

GV-AS410/4110/ 810/ 8110 Kit is a cabinet containing a GV-AS410, GV-AS4110, GV-
AS810 or GV-AS8110, a power adapter board, a power supply and a casing for backup
battery. The power supply provides power to GV-AS410/4110/810/8110 andupto 8
output devices (12V, 0.9A per device). GV-AS410/ 4110/ 810/ 8110 Kit is an optional
device.

5.4.1 Packing List

e GV-AS410 Kit / GV-AS4110 Kit / GV-AS810 Kit / GV-AS8110 Kit (US standard or EU
standard)

e Iron box key

e Iron box screw x 6

e Self-adhesive cable tie mounts x 6
e Power cord for battery

e Micro SD Card 2 GB

e Software CD

¢ Warranty Card
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5.4.2 Overview

GV-AS410/ 4110/
810 /8110 Kit

Power Adapter Board

Casing for
Backup Battery

Power Supply
(US or EU standard)

Figure 5-12
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5.4.3 Connecting the GV-AS410/4110/810/ 8110 Kit

Up to 8 output devices can be powered by the power adapter board. Connect each output
device to one terminal block on the board.

1. Connect the COM pin on GV-AS410/4110/ 810/ 8110’s output terminal block to the
corresponding pin on the power adapter board. Connect the NC / NO pins according to
the state of the output device.

NOJ o
OuUT2 | COM|l o
NC| o
NOf ©.
OUT1|COM|l ©.
NC|L®

GV-AS410/4110/810/8110

Power Adapter Board

Figure 5-13
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2. Connect the ED + / - pins to the (+) and (-) points on the output device (ex: electric lock).
GV-AS410/4110/810/8110
zZ zZ zZ
Output & mmogmmog I'I'II'I'IOQ
Device Gr————y 0928 9928 9923
NGO SooN)[0NSE
3583 =D
1 + Z E ED+
@) COM
NC /NO
+ Power Adapter Board ED -
8]0
- = . 5 . COM
- = m m E o mm NC /NO
5279 62%7
SR [Sols
Figure 5-14
3. When all connections are completed, connect the power supply to a 110-120V power
source.
Note:
1. The power supply of GV-AS410/ 4110/ 810/ 8110 Kit comes in US standard and EU
standard. Make sure the device is connected with a voltage within its voltage range.
2. You can place a backup battery in the supplied battery casing, and connect the backup

battery to the GV-AS410/ 4110/ 810/ 8110 board. Refer to 5.2.4 Connecting Backup
Battery for details.
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5.5 The Web Interface

You can install GV-AS410/ 4110/ 810/ 8110 on a network and configure GV-AS410/ 4110
/810 /8110 through its Web interface.

Refer to Chapter 7 Installing on a Network for detailed instructions on setting up a fixed or
dynamic IP address to access GV-AS410/4110/810/8110.

Refer to Chapter 8 The Web Interface for details on the setup pages of the Web interface.

Through the Web interface, you can configure general settings, input/output devices,
associated doors/gates and connected readers.
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B cv-evas controller

6.1 Introduction

GV-EV48 is an elevator controller designed to control access of 1 elevator with a maximum
of 48 floors. Up to 2 GV-Readers / GV-GF Fingerprint Readers can be connected to the GV-
EV48 using RS-485 connection and network connection. Up to 48 I/O ports of any GV-I/O
Box 4/8/16 Ports can be connected to GV-EV48 using RS-485 connection. GV-EV48 can
recognize identification cards and grant access to the authorized floors only.

6.1.1 Main Features

¢ Grant access to specific elevator floors using access cards, card’s PIN code or
fingerprints

e GV-EV48 - 24 Floors: Built-in 24 relay outputs to support up to 24 elevator floors
e GV-EV48 - 48 Floors: Built-in 48 relay outputs to support up to 48 elevator floors

e Support up to 2 GV-Readers / GV-GF Fingerprint Readers through network connection
and RS-485 connection

e Support up to 48 I/O ports of any GV-I/O Box 4/8/16 Ports through RS-485 connection

6.1.2 Packing List

e GV-EV48 — 24 Floors / 48 Floors
e Power Adaptor 12V DC/ 3A

e Power Cord

e Battery Cable

e Screwx8

e HexNutx8

e HexPillar x 8

e Micro SD Card 2 GB

e Software CD

e Warranty Card
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6.1.3 GV-EV48 Board Layout

Not Functional for GV-EV48 — 24 Floors
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Figure 6-1
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6.2 Installation

6.2.1 Connecting RS-485 Card Readers

With a single RS-485 cable, you can connect up to 2 GV-Readers and / or GV-GF
Fingerprint Readers to the RS-485 interface on GV-EV48.

Up to 2 GV-Readers and
GV-GF Fingerprint Readers

Terminal RS485
Resistor

Figure 6-2

To connect to GV-CR420 or GV-GF1921 / 1922 through network connection, refer to 8.3.1
Extended Reader for details.

Note: When the RS-485 connection between GV-EV48 and the reader is over a long
distance, you can turn ON the RS485 A Terminal switch if the signal is unstable.
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6.2.2 Connecting GV-I/O Boxes

A GV-1/0O Box gives you freedom to define the input and output signals connected to GV-

EV48 at your convenience. You can connect up to 48 1/0 ports of any GV-1/0O Box 4/8/16

Ports through RS-485 wiring. That means a maximum of 3 modules of GV-1/0O Box 16 Ports
connected to the RS-485 Port B pins on GV-EV48.

Q GeoUision:

*leo s o3
o4 o4
oc
GV-IOBOX 16 GV-IOBOX 16

Terminal RS485
Resistor

GV-EV48

Up to 3 GV-I/O Box 16 Ports

®

Figure 6-3

After wiring the GV-I/O Box, refer to 8.4 Extended I/O BOX Configuration to identify the

connected GV-1/0O Box.
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6.2.3 Connecting Output Relay

Up to 24 output relays can be connected to the GV-EV48-24 Floors to control up to 24
elevator floors. Up to 48 output relays can be connected to the GV-EV48-48 Floors to control
up to 48 elevator floors. Each output relay is set to control access to a corresponding floor in
the elevator.

To connect output relay:
Connect the output relay on the GV-EV48 to the corresponding floor on the elevator control
panel. Next, connect the COM on the GV-EV48 to the COM on the elevator control panel.

10 Board
Connector

J16
GND
12v

Elevator
[l sF Control Panel

5
)

[ =
IE o
P o 2 OUT11| OuUT9
5 < O|ouTi2|ouTio
=4 a COM | COM
@ < 11/12 | 9/10
D5 OUT15|0UT13
P OUT16|0UT14
\ ’ COM | COM
15/16 | 13/14

Figure 6-4
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6.2.4 Connecting Backup Battery

Using the supplied battery cable, you can connect a 12V battery to GV-EV48 to provide
backup power when the main power supply fails. When the main power supply is removed
and the battery voltage level is above 10.2V, the Discharging LED will light and the battery

will support normal operation of the GV-EV48.

12V Battery

SIC)

Black Red

BA B- B+ A- A+

Charging
Discharging
Power

BAT
BAT+
GND
+12Vv

Figure 6-5

Note: Only lead-acid batteries are supported.

6.2.5 Connecting the Power

You can connect GV-EV48 to power directly using the supplied 12V DC adaptor. After power
is connected, the power LED on GV-EV48 should glow.

Note: Power should only be applied to the unit when all connections are completed and

tested.
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6.2.6 Connecting the PC

Connecting GV-EV48 to a computer allows you to access its Web interface and connects it
to GV-ASManager if the computer is installed with GV-ASManager. The computer running
GV-ASManager software can be used to monitor access information from GV-EV48. If
connection with GV-ASManager is interrupted, GV-EV48 stores this information on the
supplied micro SD card. The data stored will be sent to GV-ASManager when connection
resumes.

Web Setting
Bl OFF .
DC12v = 1 on Micro SD Ethernet

1 —

Network

8880000000007 640 80048
P=¥atataayatatajayatataral N - R =t=tay g S
858B568560086685S BB £56
——

Figure 6-7

Note: GV-EV48 is only compatible with GV-ASManager V4.2.1 or later.
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6.3 Other Settings

6.3.1 Web Setting Switch

When the Web Setting switch is set to the ON position, you can modify Advanced Settings
and Extended Reader settings of GV-EV48 through its Web interfaces. When the switch is
set to the OFF position, Advanced Settings and Extended Reader settings are not
accessible. For details on Advanced Settings and Extended Reader settings, see 8.2
Advanced Settings and 8.3.1 Extended Reader.

Web

Setting
Switch

[ Nl OFF
B on  Micro SD Ethernet

—

ON OFF

Figure 6-8

6.3.2 Resetting the GV-EV48

To reset GV-EVA48, press the Reset button on the right side of GV-EV48 circuit board for

n Reset
Button
Web

Setting
[ Nl OFF .
DC12V m oN Micro SD Ethernet

three seconds.

Figure 6-9
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6.3.3 Restoring Factory Defaults

To restore GV-EV48 to factory default settings, press the Default button for 10 seconds.

Load Default

Terminal RS485
Resistor

Figure 6-10
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6.4 The Web Interface

You can install GV-EV48 on a network and configure GV-EV48 through its Web interface.

Refer to Chapter 7 Installing on a Network for detailed instructions on setting up a fixed or
dynamic IP address to access GV-EV48.

Refer to Chapter 8 The Web Interface for details on the setup pages of the Web interface.

Through the Web interface, you can configure general settings, specify which floors are
restricted and establish connection with associated readers.
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You can install GV-AS1010/ 1110/ 210/ 2110/2120/ 410/ 4110/ 810/ 8110 and GV-
EV48 on a network and set up general settings, doors/gates/elevators, readers, and
input/output devices through its Web interface. Through the network connection, you can
also connect GV-AS / GV-EV Controller to GV-ASManager for more comprehensive
management.

Note:

1. To access the Web interface of GV-AS100/ 110 /120 and allow communication with
GV-ASManager over the network, a GV-ASBox or GV-ASNet is required. Refer to
Chapter 9 Optional Devices for more details.

2. The Web interface varies for different GV-AS Controller models.

The GV-AS / GV-EV Controller must first be assigned an IP address to make it accessible
on the network.

1. Connect the network cable to the Ethernet port on GV-AS / GV-EV Controller.
2. Use a computer on the same LAN with the controller to assign an IP address.

e The default address is https://192.168.0.100

¢ The default Username and Password for login are admin

Note the computer used to set the IP address must be on the same network or subnet
sequence assigned to the controller.

3. GV-AS/ GV-EV Controller is able to support two network environments: Fixed IP for a
static IP address and DHCP for a dynamic IP address assigned by an ISP or DHCP
server. Based on your network environment, refer to the next two sections for setup.
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7.1 Fixed IP Connection

If your network environment supports a static IP address, the wiring is illustrated as below:

—_—
Card Reader

) ; e g s Gy | Sprenitaeenian 808 fagn
‘ GV-AS Controller

Door / Elevator

Figure 7-1

To assign the GV-AS / GV-EV Controller to a fixed IP:

1. Open an Internet browser, and type the default IP address https://192.168.0.100. This
dialog box appears.

i B
Windows Security ﬁ

The server 192,168.0.100 at Welcome to GV-AS5810/8110 requires a
username and password.

(v |U5r:rnamr: |
‘EI |Password |

[7] Remember my credentials

| ok || cancel

Figure 7-2
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2. Type the default value admin for both User name and Password, and click OK. This
page appears.

‘ @ R
GeoUision: Network Configuration
Basic Setting Machine Name
Network Configuration Machine Name: Controller 1
Other Configuration
Firmware Update DHCP Client
Security Configuration © Enable
Advanced Setting @ Disable
Function Configuration
IP Address: 192 . 168 | 4 L34

Parameter Configuration Part1
Parameter Configuration Part2 Subnet Mask: B5 || w5 || M 0
Parameter Configuration Part3 Default Gateway: 192 . 168 . 0 . 1
Parameter Configuration Partd Domain Name Server: g ) g ) 8 ) 3
Time Configuration
Input Configuration Domain Name Service
Output Confi tion 1 - 16

utput Configuration o Disable
Output Configuration 17 - 24

© Enable LocalDDN$
Wiegand Configuration
Server IP: 192 . 168 | 0 10
Extended Device
Device Name: user

Extended Reader Configuration

Figure 7-3

3. Inthe DHCP Client section, click Disable. Type the static IP address information,
including IP Address, Subnet Mask, Default Gateway and Domain Name Server.

4. Click Submit. When the setting is complete, the Status field will indicate Register
Success. Then GV-AS / GV-EV Controller can be accessed with this fixed IP address.

Note: If you like to use the domain name instead of IP address, you may use Domain
Name Service as well. For details on domain name service, see 7.2 DHCP Connection.
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7.2 DHCP Connection

If your network environment is using the dynamic IP address from a DHCP server, use one
of the following DDNS servers to map a dynamic IP address to a static domain name or
device name:

e For LAN connection, GV LocalDDNS Server is provided.

e For Internet connection, two DDNS servers are supported: GeoVision DDNS Server and
Dynamic Network Services Inc. (DynDNS).

7.2.1 Connection over LAN

GeoVision’s GV LocalDDNS Server can map the changing IP address of your controller to
a device name, allowing you to access the controller using the device name.

The Local DDNS Server can be installed in either GV-ASManager or a separate computer.
The wiring of the LocalDDNS application is illustrated as below.

GV-ASManager

GV-AS Controller y

Note: The Local DDNS Server can be
Door / Elevator installed in (1) GV-ASManager
OR (2) a separate computer.

Figure 7-4

139



Q GeoUision:

Installing LocalDDNS Server
To install the LocalDDNS Server in a computer, download GV-Local DDNS Service from
http://www.geovision.com.tw/english/5 8 AS.asp under the Supplemental Utilities section.

Follow the on-screen instructions to install the application. After Installation, the program will
be minimized to the system tray.

Configuring Controller on LAN
After running the LocalDDNS Server, configure the controller on LAN:

1. Open an Internet browser, and type the default IP address https://192.168.0.100. The
login dialog box appears.

2. Inthe User Name and Password fields, type default value admin and admin
respectively. Click OK. The Network Configuration page appears.

3. Click Enable under DHCP Client, and select Enable Local DDNS.

4. Inthe Server IP fields, type the IP address of the LocalDDNS Server.

) PR
L GeoUision: Network Configuration

Basic Sefting Machine Name

Network Configuration Machine Name: Controller 1

Other Configuration

Firmware Update DHCP Client
Security Configuration
Advanced Setting © Disable
Functioen Configuration
IP Address: 192 . 168 4 ™

Parameter Configuration Part1
Parameter Configuration Part2 Subnet Mask: 25 || = e 0
Parameter Configuration Part3 Default Gateway: 192 | 168 0 . 1
Parameter Configuration Partd Domain Name Server: 8 . 8 8 . 8
Time Configuration
Input Configuration Domain Name Service
Output Confi tion 1 - 16

utput Configuration © Disable

Output Configuration 17 - 24
@ Enable LocalDDN$

Wiegand Configuration

Server IP: 192 |, 168 o . 10
Extended Device
Device Name: user
Extended Reader Configuration
T o G @ Enable DDNS GeoVision DDNS V2 =
Figure 7-5
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In the Device Name field, keep the default setting or change it to match that of the GV-
ASManager.
Click Submit to send the information to the LocalDDNS Server. When the setting is

complete, the Status field will indicate: Register Success. Then the controller can be
accessed with the device name.

Note:

1. The default value of Device Name is user. If more than one controller is connected to
the GV-ASManager, assign each controller a different device name.

2. To access the Device Name on GV-ASManager, open the Controller Setup dialog box,
and select LocalDDNS in the Network drop-down list.

e

Cantroller Setup

General Setup | Door 1 | Door 2 | Door 3 | Door 4 | Input |

General

Controller Name : Controller 1

Controller 1D : 1

GMT : [+ v] lﬂB v] : ’{H] v]

[7] Release All Doors By Card

[7] Enable Daylight Saving Setup

Connection
COM Port : COM 1
(@ MNetwork : [m]
Local DDNS Server IP : 0.0.0.0 Device Name
Port : 4000
User :
Password :
Crypto Key :

Figure 7-6
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7.2.2 Connection over Internet

DDNS (Dynamic Domain Name System) provides another way of accessing GV-AS / GV-EV
Controller when using a dynamic IP. DDNS assigns a domain name to the controller, so the
GV-ASManager can always access the controller by using the domain name.

To enable the DDNS function, you should first apply for a domain name from the website of
the DDNS service provider. There are 2 providers listed in the controller: GeoVision DDNS
(V2) and DynDNS.org. To register at the GeoVision DDNS Server, see the following
instructions. For details on DynDNS, please consult them at www.dyndns.org.

Card Reader

‘ - S RN :
GV-AS Controller GV-ASManager
\ \J
Note: Two DDNS servers are

Door / Elevator supported: (1) GV Dynamic
DNS Server and (2) DynDNS.

Figure 7-7

Registering a DDNS Domain Name
Note that the interface may vary slightly for GeoVision DDNS Server V1 and V2. To obtain a
domain name from the GeoVision DDNS Server:

1. Click the GeoVision DDNS button on the Network Configuration page (Figure 7-5). Or
open an Internet browser, and type the Web address
http://ns.dipmap.com/register.aspx. This page appears.

DynamicDNS01

Register

Password: esseees

Re-type Passwort i sssssss

Figure 7-8
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2. Inthe Username field, type a name. Username can be up to 16 characters with the
choices of “a ~ z*, “0 ~9”, and “-”. Note that space or “-” cannot be used as the first
character.

3. Inthe Password filed, type a password. Passwords are case-sensitive and must be at
least 6 characters. Type the password again in the Re-type Password field for
confirmation.

4. In the Word Verification section, type the characters or numbers shown in the box. For
example, type iBUCY in the required field. Word Verification is not case-sensitive.

5. Click the Send button. When the registration is complete, this page will appear. The
Hostname is the domain name, consisting of the registered username and
“‘dipmap.com”, e.g. somerset01.dipmap.com.

2 http:/ins.dipmap.com/register.aspx - Microsoft Internet Explorer,

File FEdit Wew Favorites Tools Help o

o Al D Jh 2y . 25
Oaa:k > Iﬂ IELI ) search 7 Faverkes & = by’

fddress | @] http:fns.dipmap. com/register. aspx v Be ks

+ Usemame: somerset(1

» Hostname: somerset0 1. dipmap. com

o TP Address: 59.115.13540

+ Tour hostname will be activated in 2 minutes

» Your hostname will be deleted if you den't update your host address for 30 days

&] Done B Internet

Figure 7-9

Note: The registered username will be invalid when it is not used for one month.
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Configuring the GV-AS / GV-EV Controller on Internet
After acquiring a domain name from the DDNS Server, you need to configure the registered

domain name on the controller to access the controller by the domain name on Internet.

1. Open an Internet browser, and type the default IP address https://192.168.0.100. The
login dialog box (Figure 7-2) appears.

2. Inthe User Name and Password fields, type default value admin and admin
respectively. Click OK. The Network Configuration page (Figure 7-10) appears.

3. Click Enable, and select Send to DDNS.

4. Type Host Name, User Name and Password that are registered on the DDNS Server. If
you select GeoVision DDNS, the system will automatically bring up the Host Name.

Q GeoUision: Network Configuration

_ _ Machine Name
Basic Setting

Network Configuration Machine Name: Controller 1

Other Configuration

DHCP Client
Firmware Update

Security Configuration

Advanced Setting © Disahle
Frpitn Sl ure i IP Address: 192 | 168 . 4 . 234
Parameter Configuration Part1

Subnet Mask: 255 | 255 | 248 0
Parameter Configuration Part2

Default Gateway: 192 | 168 0 . 1
Parameter Configuration Part3

Domain Name Server: 8 . 8 . 8 . 8

Parameter Configuration Partd

Time Configuration
Domain Name Service
Input Configuration

Output Configuration 1 - 16 © Disable
Output Configuration 17 - 24 © Enable LocalDDNS
Wiegand Configuration server IP: 192 . 188 . 0 . 10
Extended Device Device Name: user
Btz Mearsr Codigumin, © Enable DDNS GeoVision DONS V2~
Tailgating Configuration GeaVision DONS
Host Name: user.gvdip.com
User Name:
Password:
Figure 7-10

5. Click Submit. When the setting is complete, the Status field will indicate: Register
Success. Then GV-AS / GV-EV Controller can be accessed with the domain name.
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After installing the GV-AS / GV-EV Controller on the network, you can configure the
controller settings on the Web interface. The left menu of the Web interface is divided into
three sections: Basic Setting, Advanced Setting and Extended Device. The options
available vary among different controller models.

Basic Setting

Network Configuration

Other Configuration
Firmware Update

Security Configuration

Advanced Setting

Function Configuration
Parameter Configuration Part1
Parameter Configuration Part2
Parameter Configuration Part3
Parameter Configuration Partd
Time Configuration

Input Configuration

Output Configuration 1 - 16
Output Configuration 17 - 24

Wiegand Configuration

Extended Device

Extended Reader Configuration

Tailgating Configuration

Figure 8-1

Note: Tailgating Configuration is not supported by GV-AS Controllers firmware V1.40
or later.
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n The Web Interface

The Basic Settings section covers general system settings, firmware update and user
account settings. For details on Network Setting, refer to Chapter 7 Installing on a Network.

8.1.1 System Setup

In the left menu, click Other Configuration. This page appears.

Other Configuration

Mac Address /| Firmware Version

Mac Address: 00:13:e2:0d:61:19

Firmware Version: V1.3.0-20150320

Reboot System / Set Default

Reboot System:

Configuration Control

3DES Code

3DES Code1: sesensee ( characters 8 ~ 24 )
3JDES Code2: ( option )

3DES Code3: ( option )

Device Port

Device Port: 4000 ( from 1025 to 65535 )
SD Card

Capacity: total: 1917192kB free: 1915624kB (99.30%)

Default Value:

Backup Configuration:
Select
File:

Restore Configuration:

m cance'

Figure 8-2
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3DES Code 1-3: Stands for Triple DES (Data Encryption Standard). Type up to three
different keys for data encryption. The default 3DES Codel is 12345678.

Device Port: Keeps the default value 4000. Or modify it to match that of GV-ASManager.

SD Card: Indicates capacity of the SD card inserted and allows you to format the SD
card. To safely remove the inserted SD card, click Unmount. To check and repair the SD
card, click Check. These functions are only available for GV-AS210/ 2110/ 2120/ 410/
4110/ 810/ 8110.

Mac Address: Indicates the MAC address of the network medium.
Firmware Version: Indicates the current firmware version of the controller.

Reboot System: Performs a warm boot of the controller. This operation will keep the
current configuration.

Default Value: Resets all configuration parameters to their factory settings. This may
take 5 seconds to complete.

Backup Configuration: To backup controller settings, click the Download Backup
button. A .bin file will be exported. You can then import the file to other controllers to
avoid setting each controller individually. Note that network settings such as IP address
and hardware ID will NOT be included in the backed up file.

Restore Configuration: To import controller settings, click Browse to select the .bin file
previously exported, and click the Upload button.

Note: The Backup Configuration and Restore Configuration functions are only available
for the following controllers:

GV-AS210/2110/2120/ 410/ 4110/ 810/ 8110 V1.23 or later
GV-AS1010/ 1110
GV-EV48 V1.12 or later.
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8.1.2 Upgrading Firmware

Follow the steps below to update the firmware of the controller.

1. Inthe left menu, click Firmware Update. This page appears.

Firmware Update

Firmware Update
After pressing the Update button, please wait while the update

request is being processed. After update is completed, the device
will reboot automatically. You can re-login afterwards.

Select Firmware: Browse...

Update State:

Update Process: 0 %

Figure 8-3
2. Click the Browse... button to open the firmware file (*.bin)
3. Click the Upload button. This update procedure may take 60 seconds to complete.

4. When the Update is complete, a dialog box appears and asks you to reboot the system.

Microsoft Internet Explorer [Z|

? | Firmware updating completed!
\--'Q/ Reboot immediately?

[ [9]4 i [ Cancel

Figure 8-4

5. Click OK. The controller starts the Reboot operation.

Note:
1. Make sure the controller remains powered on during the firmware upgrade.

2. ltis required to reboot controller after firmware update. Without rebooting, the
firmware update is not complete.
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8.1.3 Changing Login ID and Password

To change the login ID and password:

1. Inthe left menu, click Security Configuration.

2. Modify the login name and password. The password is case sensitive and is limited to

alphabets and numbers.

Security Configuration

Account:

Account Name: admin
Password:

Change Password: seese
Confirm Password: YT

[ Submit ][ Cancel ]

Figure 8-5
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8.2 Advanced Settings

To configure the Advanced Setting on the Web interface, set the Web Setting switch on the
GV-AS / GV-EV Controller to ON. See the Web Setting Switch section of each controller
chapter.

Under Advanced Settings, you can configure door/Wiegand settings, turn on Alarms, set the
device time and edit the input/output functions.

Changes in some of the Advanced Settings pages will affect the options available on other
pages. Below is a diagram drawing the relationships between each Advanced Settings page.

The Relationship Diagram between each Advanced Setting Page

Advanced Setting

Affects
Function Configuration

p—— Parameter Configuration Part1
P arameter Configuration Part2

Affects
Time Configuration

== |nput Configuration >

Output Configuration «§

Wiegand Configuration

Figure 8-6

Note:

1. For GV-AS1010 and GV-AS1110, a Card Configuration page and a Card Information
page are available.

2.  For GV-AS1010, a Function Key Configuration page is available.
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For GV-EV48, the options available in Advanced Settings page are fixed. Only the following
setting pages are available:

Advanced Setting

Function Configuration

Parameter Configuration

Time Configuration

Figure 8-7
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8.2.1 Function Configuration

n The Web Interface

In the left menu, click Function Configuration. The number of door/gate settings or

elevator settings available varies among different models.

Function Configuration

ID

ID: 2

DooriGate 1

Function: Door Control v
Authentication Mode: | Authentication Schedule Mode v

Door/Gate 2

Function: Doar Control b
Authentication Mode: |Authenticati0n Schedule Mode

Door/iGate 3

Function: Doar Control b
Authentication Mode: |Authenticati0n Schedule Mode
Door/Gate 4

Function: Door Control v
Authentication Mode: |Authenticati0n Schedule Mode

Series Function(APB & Fire)

Enable/Disable:
Info IP: Lo [ o ][ o ][ o

’ Submit ” Cancel ]

Figure 8-8

Note: For GV-EV48, only the ID and the Authentication Mode settings are available.
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[ID]

Enter the ID number for the controller. This ID is used by GV-ASManager to differentiate

among multiple units of controller. ID number can only be between 1 and 1000.

[Door/Gate #] [Elevator]

Select the function type and authentication mode for the use of the Doors/Gates. For GV-

EV48, select an authentication mode to apply to all floors of the elevator.

m  Function: Select the function for the reader connected to the Door/Gate.

©
©
©

Door Control: The reader is installed in a general door for access control.
Parking Control: The reader is installed in a parking place for access control.

Elevator Control: The reader is installed in an elevator for access control.

m  Authentication Mode: Select the authentication mode for the Doors/Gates or Elevator.

©

©
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Local Unlock Mode: Remains open. The held-open state cannot be cleared
through GV-ASManager.

Local Lock Mode: Remains locked. The locked state cannot be cleared through
GV-ASManager.

Fixed Card Mode: Grants access after the card is presented or the passcode is
entered, and ignores the authentication schedule of GV-ASManager.

Fixed Card + PIN Mode: Grants access after the user presents the card and enters
the card’s PIN code, and ignores the authentication schedule of GV-ASManager.

Fixed Card/Common mode: Grants access after the user presents the card or
enters the door’s password, and ignores the authentication schedule of GV-
ASManager.

Authentication Schedule Mode: Follows the authentication schedule set on GV-
ASManager.

Local Lock Down: Locks down the door. This mode overrides the Authentication
Schedule and the door can only be opened by presenting the assigned access card.
This function is only available in GV-AS1010/ 1110.



n The Web Interface

[Series Function (APB & Fire)]

This option lets you set the Anti-Passback function and fire sensor function across multiple
door controllers. The Anti-Passback means that a card used on an entry door cannot access
the same entry door again unless it has been used on a corresponding exit door. For details
on setup, see Chapter 6 Anti-Passback on GV-ASManager User's Manual.

For all zone fire sensor function, the fire sensors on all associated controllers will be
triggered when the fire sensor on one door is triggered. For this function to work, you must
set the Input Type to All Zone. For details, see the Input Setting section later in this chapter.

m Enable/Disable: Enables or disables the Anti-Passback function and fire sensor function.

m Info IP: Enter the IP address of the next corresponding controller.

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.

Note: The all zone fire sensor function is only supported by GV-AS210/2110/2120/ 410/
4110/810/ 8110 firmware V1.23 or later.
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8.2.2 Parameter Configuration

In the left menu, click Parameter Configuration for GV-AS Controllers or click Elevator
Parameter for GV-EV48.

IMPORTANT: Once connected to GV-AS / GV-EV Controller, GV-ASManager will load its
parameters to the controller. That means some of the Parameter Settings you have
configured here may be overwritten by GV-ASManager later.

8.2.2.A GV-AS1010/1110/210/2110/2120/410/4110/810/ 8110

The contents of the Parameter Configuration page change based on your settings for
Door/Gate # in the Function Configuration page (Figure 8-8). The number of door/gate
settings available varies among different models.
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Parameter Part1 Configu ration
Events
Door 1 Door 2
Anti-passback: NO W Anti-passback: MO W
Lock Reset Time: 5 (1~600) Lock Reset Time: 5 (1~600)
Held Open Time: 10 (5~9999) Held Open Time: 5 (5~9999)
Fire Action: Unchange » Fire Action: Unchange »
Alarm Continuous Time: 5 (1~10) Alarm Continuous Time: 5 (1~10)
Alarm
Door 1 Door 2
Held Open: NO W Held Open: HO W
Forced Open: NO W Forced Open: HO W™
Fire Alarm: MO W Fire Alarm: MO W
Access Denied: MO W Access Denied: MO W
Tamper: NO W Tamper: HO W™
Tailgating: NO W Tailgating: MO W™
Common Password
Door 1 Door 2
Common Password: ssssmsnss Common Password: ssssssnss
Confirm Password: esnsmenss Confirm Password: smssssnes
=

Figure 8-9

[Interlock] When the option is enabled, the two mentioned doors will be interlocked,
allowing only one door to be opened at a time.

Note:
1. The Interlock is not supported by GV-AS1010/ 1110.

2. The Interlock is not available on the Web interface of GV-210/ 2110/ 2120/ 410/
4110/ 810/ 8110, but you can access the function for these models on the Controller
Setup page of GV-ASManager.
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[Events]
Set the parameters for the events.

e When Door Control is selected in the Function Configuration page (Figure 8-8), these
options become available:

Option Description

Anti-Passback Enables or disables the Anti-Passback function.

Lock Reset Time Sets the time (1 to 600 sec.) that a door remains open after which
the door will automatically be locked.

Held Open Time Sets the time (5 to 9999 sec.) that a door can be held open before
an alarm is generated.

Fire Action Locks or unlocks the door when a fire condition occurs. Otherwise,
remains the door’s current state by selecting Unchanged.

Alarm Continuous Sets the time (1 to 10 sec.) that the alarm will continuously go off

Time before it ends.

Note: The Lock Reset Time of 1 to 600 seconds is only supported by GV-AS21 /41 /81
series Controller firmware V2.0 or later.

e When Parking Control is selected in the Function Configuration page (Figure 8-8),
these options become available:

Option Description

Anti-Passback See the same option above.

Relay On Time Sets the time (1 to 255 sec.) that a gate remains open after which
the gate will automatically be closed.

Held Open Time See the same option above.

Fire Action

Alarm Continuous
Time

e When Elevator Control is selected in the Function Configuration page (Figure 8-8),
these options become available:

Option Description

Relay on Time See the same option above.
Fire Action

Alarm Continuous See the same option above.
Time
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Select Yes or No to enable or disable the alarm function. If you have defined the alarm
conditions in the Input Configuration page (Figure 8-17), remember to activate the

corresponding alarms here; otherwise, even though the alarm conditions are met, the
expected alarm will not be triggered. The default settings for all the alarms are set to NO.

Note: The Tailgating alarm is currently not functional.

e When Door Control is selected in the Function Configuration page (Figure 8-8), these

options become available:

Option

Description

Held Open

This alarm activates whenever the door is held open over the set
period of time.

Forced Open

This alarm activates whenever the door is opened by force.

Fire Alarm

This alarm activates whenever fire is detected.

Access Denied

This alarm activates whenever entry is denied due to using the
wrong card or entering the wrong password.

Tamper

This alarm activates whenever the sensor for tampering alarm is
triggered. For GV-AS210/ 2110/ 2120/ 410/ 4110/ 810/ 8110,
the tampering alarm sensor needs to be installed separately and
the triggering conditions depend on the type of sensor installed, e.g.
opening of the controller’s cabinet.
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e When Parking Control is selected in the Function Configuration page (Figure 8-8),
these options become available:

Option Description

Held Open See the same option above.
Tamper

Fire Alarm

Access Denied

e When Elevator Control is selected in the Function Configuration page (Figure 8-8),
these options become available:

Option Description
Tamper See the same option above.
Fire Alarm

Access Denied

[Common Password]

When Fixed Card/Common Mode is selected as Authentication Mode in the Function
Configuration page (Figure 8-8), you can gain access by using a card or entering this
Common Password (door’s password).

Common Password

Door 1 Door 2

Common Password: sesesense Common Password: sensensne

Confirm Password: sssesssee Confirm Password: ssscessse
Figure 8-10

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.
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8.2.2.B GV-EV48

The Parameter Configuration page allows you to specify which elevator floors are restricted.

PARAMETER CONFIGURATION

Events

Relay On Time 5 (1~255)

Common Password

Common Password [ ——

Password Confirm YT

Unmanaged output

Checked output pins are in unmanaged mode
[ Toggle All

Out1 out2 outd3 M outa [Jous [ ous [ ouw? [ outs
Ll oute [ Qutto I out11 O Qut12 [ out13 [ out14 [ Qut1s [ Outls
L] out17 [0 cut1s [ out1e [ outzo [ outz1 [ outzz [ ouiz3 [ out24
L1 out2s [] out2e [ out27 [ out2s [ out2e [ out3o [ outd1 [ out32
L1 out3s [J outa4 [ out3s [1 cutas [ out37 [ out3s (] outds [ Outdd
1 out41 (1 outaz [ outd3 [ outdd [ outas [ outds [ outd7 [ Outds

Qutput NC/NO

NC »

Figure 8-11
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[Events]

e Relay On Time: Type a time period between 1-255 seconds. After access is granted by
swiping a card or entering the password, the elevator button will remain accessible for
the time period specified. After the specified time period, the elevator buttons for
restricted floors will be locked again.

[Common Password]

When Fixed Card/Common Mode is selected as Authentication Mode in the Function
Configuration page (Figure 8-8), you can gain access by using a card or entering this
Common Password (elevator’'s password).

Note: Users typing the correct Common Password will be granted access to all floors
enabled on GV-ASManager. To apply access control to specified floors, you will need to
use the access card.

[Unmanaged Output]

Elevator floors of the selected output pins will be unrestricted and accessible without card or
password. Authentication Mode configured in Function Configuration page will only be
applied to output pins that are not selected. To select all output pins or to clear all selections,
click Toggle All.

Note: For GV-EV48-24 Floors, output pins 25-48 are not functional.

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.

[Output NC/NQ] Sets the output pins to NC or NO.
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8.2.3 Card Configuration

In the left menu, click Card Configuration to set the built-in card reader of GV-AS1010 and
GV-AS1110 to read UID (unique identification) or GID (GeoVision ID) on GV-AS ID F Card /
Key Fob.

Note: The Card Configuration page is only available for GV-AS1010 and GV-AS1110.

Card Configuration

Card ldentify

Identification type: Unigue Identification (UID) -
=2
Figure 8-12

To use GeoVision Identification (GID), make sure there are two numbers on your GV-AS
ID Cards / Key Fobs as shown below. If there is only one number on your GV-AS ID Cards /
Key Fobs, GID is not supported and you must select Unique Identification (UID).

4 A
GID uiD
| 14001110 138,08572| )
Figure 8-13
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8.2.4 Card Information

In the left menu, click Card Information to see the cards added by GV-AS1010 and GV-
AS1110 as a standalone unit. To delete all card information stored in GV-AS1010/ 1110,

click the Clear Card Database button.

Note: The Card Information page is only available for GV-AS1010 and GV-AS1110.

Card Information

| Clear Card Database |

Card Database: 1-1 of 1
Seq. Card Number Card Type
0 005-34323 Mormal

PerPage1/1

Figure 8-14
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n The Web Interface

In the left menu, click Time Configuration to set up system time, local time and daylight

saving time period.

Time Configuration

System Local Time
Time Zone: -8:00

Local Time

@ Disable

© Setup

Current local time

0

Date Year

0

Daylight Savings Time(DST)

Local Time: 2015/03/29 19:59:48

TimeZone Hour

2009

Time Hour

Min

0 -
Month

January -
Min

0 -

Date

Sec

[System Local Time]

@ Disable
© Enable

Start Time Date Month The day of the week Hour

Janua - First - Sunda 0 hd
0-0 y y

Stop Time 0-0 January -~  First -~ Sunday 0 -

s
Figure 8-15

m Local Time: Displays the current date and time of the controller.

m Time Zone: Displays the current time zone of the controller.

165



Q GeoUision:

[Local Time]
m Disable: Disable the manual configuration of time and date.

m  Setup: Enable the manual configuration of Time Zone, Date and Time for the controller.
You can click the Current local time button to set synchronize the controller’s date and
time with the PC’s current date and time.

[Daylight Savings Time (DST)]
m Disable: Disable the manual configuration of DST.

m Time Zone: Enable the manual configuration of DST by setting the Start Time and Stop
Time for the DST period.

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.
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8.2.6 Input Configuration

In the left menu, click Input Configuration to define the input devices connected to the GV-
AS Controller. The number of input devices supported varies among different models.

Note: The Input Configuration page is not available for GV-EV48.

For GV-AS1010 and GV-AS1110, the Input Configuration page allows you to set the input
sensors to NO or NC.

AS1010 Input Configuration Input Configuration
Input Function
Input Function
01 Door/Car Sensor MC »
I
02 Door/Gate Button NO v 01 Door/Car Sensor NO =
03 Fire Sensor NO v 02 Door/Gate Button NC »
Submit ][ Cancel ]
GV-AS1010 GV-AS1110
Figure 8-16

For other GV-AS Controller models, additional settings are available.

Input Configuration

Input Function

01 AS810_IN1 NO - Door 1 - Door Contact  ~

02 AS810_IN2 NC - All Zone - Fire Sensor -

03 ASE10_IN3 NO - Mormal Input = Latch Disable -

04 AS810_IN4 NO - Door 2 - Exit Button -

05 AS810_INS NO - Door 3 - Door Contact  ~

06 AS210_ING NO - Door 3 - Exit Button -
Figure 8-17
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Note: The NO / NC option is only available for GV-AS1010/ 1110/ 210/ 2110/ 2120/ 410/
4110/ 810/ 8110. Input devices connected to GV-AS100 / 110 / 120 will use NO (Normally
Open) circuit.

Input Configuration
Input Function .
1. Input Type 2. Input Function
01 ASS10_IN1 NO ~ Door 1 - Door Contact -
02 ASS10_IN2 NC Gate 2 - Car Defection
03 ASB10_IN3 NO ~ Relay 3 ~| | Fire Sensor -
04 ASB10_IN4 NO ~ Door 4 - Tamper Sensor -

Figure 8-18

1. Input Type: Configure the input type. Input Type defines the type of sensor that is
connected to the input of GV-AS Controller. Options available for the input type change
based on your Door/Gate # settings in the Function Configuration page (Figure 8-8).

2. Input Function: Configure the input function. Options available for the input function
change based on the settings of Input Type above.

Input Input Function Description

Type

Normal Enable Latch The Normal Input is used for a normal
Input Disable Latch detection mode in which the input is set to

trigger an output. Instead of constant output
alarm in N/O and N/C, the Enable Latch option
provides a momentary alarm when triggered.
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Input
Type

Input Function

Description

Door #

Fire Zone
Tamper Zone
Exit Button
Door Contact
Armed Status

Depending on the type of sensor and the
location where it is installed, select the most
suitable Input Function name to describe the
sensor. When the sensor is activated, an alarm
event may occur and it can also trigger alarms.
For the type of alarm, see [Alarm], 8.2.2
Parameter Configuration.

For example, when the Door Contact sensor
detects unauthorized access, a “Force Open”
type of event occurs and the event may trigger
the “Force Open” alarm.

For more details on how Armed Status works,
refer to

https://s3.amazonaws.com/geovision _downloa
ds/Manual/Access-
Control/TechnicalNotice/Accessing Armed Mo

de.pdf

Gate #

Fire Sensor
Tamper Zone
Exit Button
Car Detection

See the “Door #” Input Type above.

For example, when the Car Detection sensor
detects any car driving by, a “Park Entry” or
“Park Exit” type of event occurs and the parking
gate will respond the event accordingly.

Relay #

Fire Sensor
Tamper Zone

See the “Door #” Input Type above.

For example, the Tamper Zone sensor is
installed on GV-AS Controller. So whenever
there is any attempt to open the GV-AS
Controller’s cabinet, the “Tamper” type of event
occurs and the event may trigger the “Tamper”
alarm.

All Zone

Fire Sensor

If All Zone is selected, the Input Function will
automatically be set to Fire Sensor. When
triggered, fire sensors on all doors associated
with that controller will be triggered.

Note: For alarm outputs, the corresponding alarms must be enabled (YES) in the
Parameter Configuration page (Figure 8-9). If alarms are set to be disabled (NO), then
the alarm function here will not work when triggered.
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8.2.7 Output Configuration

In the left menu, click Output Configuration. The number of output devices supported
varies among different models.

Note: The Output Configuration page is not available for GV-EV48, GV-AS1010 and GV-
AS1110.

Output1 - Output16 Configuration
Output Function (3A , 30VDC/110VAC~250VAC)
AS810_Out1 Doar 1 - Electric Lock -
AS810_0ut2 Gate 2 - Event Alarm  ~
AS810_0ut3 Gate 2 - Entry Card -
AS810_Out4 Relay 3 ~  FEleciric Lock  ~
AS210_Out5 Relay 3 +  Electric Lock -
AS810_Outb Relay 3 * EventAlarm -
Figure 8-19
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Here you can name and define each output device connected to the GV-AS Controller, such
as locking devices and Exit Button. Select from the drop-down list to configure the Output
Type. Depending on the chosen Output Type, either Output Function or Output

Conditions will become available.

Output1 - Output16 Configuration

Output Function (3A , 30VDC/110VAC~250VAC)
Output Type  Output Function

AS810_Out1 Door 1 v Electric Lock »

Output Type

AS810_Out2 Normal A
Door4 AND Doors AND s Wisgand & v m
Arcess Granted v Access Granted v AND » Wiegand B W

Output Conditions

Figure 8-20
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8.2.7.A Output Function Settings

This section explains the output functions available when Output Type is set to Door #,
Gate # or Relay #.

Output Function (3A , 30VDC/110VAC~250VAC)

ASS10_Out Door 1 A |‘ Electric Lock »

1. Output Type 2. Output Functions

Figure 8-21

1. Output Type: Select the Door / Gate / Relay / All Zone associated with this output.
Options available for the output type change based on your settings of Door / Gate # in
the Function Configuration page (Figure 8-8).

2. Output Function: Configure the output function. Options available for the output
function change based on the Output Type selected above.

Output Description
Function

Electric Lock Output is triggered when the correct card is presented to open the
locking device.

Event Alarm Output is triggered when the defined alarm events occur.
Alarm Output is triggered when the correct PIN code and security card is
Keyswitch presented to the reader.

For more details on how Alarm Keyswitch works, refer to
https://s3.amazonaws.com/geovision downloads/Manual/Access-
Control/TechnicalNotice/Accessing Armed Mode.pdf

Entry Card Output is triggered when the correct card is presented to enter the
door / parking gate / elevator.

Exit Card Output is triggered when the correct card is presented to exit the door
/ parking gate / elevator.

Unlock Alarm Output is triggered when the door is unlocked or when the parking
gate is open. This option is not available when Relay is selected as
Output Type.

Area Occupied | Output is triggered when any valid card is presented to the entry
reader and the output will only be turned off when all applied cards are
presented to exit the area.

Note: For the Area Occupied output function, the corresponding Door Contact and
Anti-Pass Back settings must be enabled. For details, refer to Anti-Passback in
Chapter 6 of the GV-ASManager’s User Manual.
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8.2.7.B Output Condition Settings

This section explains the output functions available when Output Type is set to Normal,
Toggle or Pulse.

Output1 - Output16 Configuration

Output Function (3A , 30VDC/110VAC~250VAC)

Output Type

Relay 2 AND w Gate 1 W | AND » Reader IDDD w | Reset

Access Granted W Fire Alarm b AND W Wisgand & v
Door/Gate/Relay Condition x 2 Input/Reader Condition x 2
Figure 8-22

There can be a maximum of 4 conditions that can be set up to trigger an output. 2 conditions
are Door/Gate/Relay conditions and 2 conditions are Input/Reader conditions. Each
condition is related to each other through AND/OR. AND means that all conditions with AND
must be triggered before the output is triggered. OR means that only 1 of the condition with
OR is needed to be triggered before the output is triggered. It is also valid to have certain
conditions as AND and certain conditions as OR.

For Pulse output type, the output is triggered for the amount of time set in the Sec field
(seconds).
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In the Output Condition settings, these Output Type and Output Condition become

available:
Output Type | Output Condition
Door # Gate # Relay # Input/Reader
Normal Access Granted | Access Granted | Access Granted | Select None to
Toaale disable the
?g Access Denied | Access Denied | Access Denied | condition, or select
Pulse

Fire Alarm

Fire Alarm

Fire Alarm

Tamper

Tamper

Tamper

Duress Event

Duress Event

Duress Event

Held Open

Held Open

Forced Open

Forced Open

Exit Button

Exit Button

Door Contact

Car Detection

an Input, Wiegand,
or Reader to
trigger the output.

Click Reset button to return the Normal, Toggle or Pulse triggered state to be normal.

Note: The Reset button is more commonly used for the Toggle output because once
triggered, the output will go on forever. A Reset button is needed to turn it off.

Click Submit button to save the changes, or click Cancel button to return the changes to its

previous state.
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8.2.8 Wiegand Configuration

In the left menu, click Wiegand Configuration to define the connected Wiegand readers.
The number of Wiegand devices supported varies among different models. For GV-AS2110
/2120/4110/ 8110, connection status is available and indicated by green or red.

Note: The Wiegand Configuration page is not available for GV-AS1010/ 1110 and GV-
EV48.

Use the drop-down list to select the location where the Wiegand reader is installed.

To prevent cards from being swiped multiple times consecutively, enable Filter.

Wiegand Configuration

Wiegand Function

Wiegand A: Door/Gate 1 Entry v .
Wiegand B: Door/Gate 1Exit v | @
Wiegand C: Door/Gate 2 Entry v
Wiegand D: Door/Gate 2 Exit W

Filter: | Disable v

Figure 8-23
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8.2.9 Function Key Configuration

In the left menu, click Function Key Configuration to define the function keys on GV-
AS1010.

Note: The Function Key Configuration page is only available for GV-AS1010.

Function Key Configuration
Function Key Configuration

Function Function Authenticate
Key

F1 Work Time (Start) -

F2 Work Time (End) -

F3 Away (Start) -

F4 Away (End) -
=3

Figure 8-24

Set the function keys to be the start or end of Work Time, Away, Overtime, Break Time or
Job Code. If you select Authenticate, the door or elevator call button will be unlock when
the user present the access card after pressing a function key.

To use the function keys, the employees can first press the function key to indicate the start
or end of Work Time, Away, Overtime or Break Time, and then present the access card. For
Job Code, the employee need to first press the function key, enter the 4-digit job code, and
then swipe the accesscard. For details on how to set up job codes, see Utilizing Job Codes
in Chapter 8, GV-ASManager User’s Manual.

The attendance record can be looked up in GV-TAWeb. Refer to Chapter 11 GV-TAWeb for
Workforce Schedule and Payroll in GV-ASManager User’s Manual for details.
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8.3 Extended Device

You can define the readers connected to GV-AS / GV-EV Controller through RS-485 or
network.

Note: The Tailgating Setting page is currently not functional.

8.3.1 Extended Reader

In the left menu, click Extended Reader Configuration. The following example pages are
of GV-AS210/2110/ 2120 and GV-AS410/ 4110/ 4111.

Extended Reader Configuration

GV-Reader/CR1320/GF192x/DE$1352/QR1352 Function

R$485 Protocol O GV ® QR1352/DES1352

R5485 Serial Number Connection Status

| DO No Function

O ID1 No Function

| ID2 No Function

No Function

| ID4 No Function

| ID5 No Function

| ID6 No Function

O

[S]

w
-
c
=3
2
&
E]

| ID7 No Function

Read Mode:| Read UID v

GeoFinger Server IP Address: . . . : (from 1025 to 65535)

GF1911/GF1912 Function(Only IP)

Serial Number Connection Status

<

No Function

No Function

<

<

No Function

No Function

No Function

<

<

No Function

<

No Function

<

No Function

ul
c
El
(1]
=3
o
El
<

m Cancel

Figure 8-25-1

177



Q GeoUision:

[GV-Reader / CR1320 / GF192x / DES1352 / QR1352 Function] To connect GV-DES1352
[/ GV-QR1352 / GV-R1354, select QR1352/DES1352 for RS485 Protocol. Otherwise, select
GV.

e GV-DES1352/QR1352 / R1354: For the three readers, based on the paired ID number,
select the RS-485 checkbox and the corresponding door in the function drop-down list.

e GV-RK1352/R1352/ DFR1352: Select the RS-485 checkbox and type the Serial
Number of the reader. The ID number located next to the serial number will be assigned
to the reader.

e GV-Reader 1251 / Reader 1352 V2: Select the RS-485 checkbox and leave the serial
number field blank. Note that the ID number located next to the serial number need to
match the reader’s paired ID number defined by the DIP switches on the reader.

e GV-GF1921/GF1922/ CR1320: Type the MAC address of the fingerprint reader or the
camera. Don’t select the RS-485 checkbox.

e GV-CR420: Select the RS-485 checkbox only if GV-CR420 is connected to the controller
through RS-485. If the reader is connected through network, do not check the RS-485
box. Type the MAC address of GV-CR420 if using the latest firmware. Refer to the
notes below if you are using firmware V1.0.

Note:

1. The reader supported by each controller differ. For compatible controllers, consult the
reader’s datasheet.

2.  When the RS-485 checkbox is not selected, the Extended Reader Configuration page
can be used to configure network readers. However, network readers can also be
quickly and easily set up on GV-ASManager which automatically brings up the readers
MAC address automatically: Controller Setup > General tab > Extender Reader.

(] Controller Setup ®
M Settings Advanced | Other
Controller Setup
Name: Common Password [seee | asdigtsi0~9)
[ Door2
[ Door3
o :::;" Extended Reader
Entrance N v Ext N -
IP: P
Port Port
VS Port VSS Port
MAC Address: o MAC Address: o o o
Account Account
Password Password
Camera Mapping
Camera1: Camera 2
Nene - N =
Delayed snapshot: 0 Sec(0™60) Delayed snapshet: 0 Secl(0~60)
Figure 8-25-2
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3. To allow network connection, you must also enable network connection to the
controller on the Web interface of the GV-CR420 or GV-GF1921 / 1922.

4. Refer to the table for connecting GV-CR420 and GV-AS Controllers through network.

GV-AS100/ 110/ 120 with ASBox / ASNet

CR420 V1.0 CR420 V1.01
GV-AS210/410/810 V1.1 or later
GV-EV48 Not MAC Address
Supported
GV-AS1010/1110/2110/2120/4110/ 8110
GV-AS210/810 V1.0
Barcode Not Supported

[Read Mode] Only for GV-R1352 / RK1352 / DFR1352 (Rev. B). Set the connected reader
to read UID (unique identifier) or GID (GeoVision ID) on the card / key fob. If you select
Read GID, make sure your card / fob has two sets of digits, as illustrated below. If your card
/ fob has only one set of digits, GID is not supported and you must select Unique

Identification (UID).

4 N\
GID uiD
[oosizs]  [smmosr)
Figure 8-26

Note: GID is only supported by GV-R1352 / RK1352 / DFR1352 (Rev. B) with firmware

V1.2 or later.

179



Q GeoUision:

[GeoFinger Server IP Address] To allow GV-ASManager to receive data from the GV-
GF1921 /1922 defined on this page during remote fingerprint enrollment, type the IP
address and port of the GV-ASManager’'s GeoFinger Server. You can also complete this
step on the Web interface of each GV-GF1921 / 1922 individually as shown below.

Other Configuration

GeoFinger Server configuration

IP 192 || 168 || 0 || 1
Port 2167 ( from 1025 to 65535 )

Controller address configuration  Controller is connected

@ IP address 192 || 168 || &5 || &7
) Dynamic Domain Name user.dipmap.com
Figure 8-27

[GF1901 / GF1902 / GF1911 / GF1912 Function] Define GV-GF1901 /1902 / 1911/ 1912
connected to the controller.

e GV-GF1901/ GF1902: Select the RS-485 checkbox and type the XID Number located
on the back of the reader.

e GV-GF1911/ GF1912: Select the RS-485 checkbox only if the GV-GF1911 / 1912 is
connected to the controller through RS-485. If the reader is using network connection, do
not check the RS485 box. Type the XID Number located on the back of the reader.

Click Submit. If the reader is detected, the Connection Status field will be green.

Note: To connect GV-GF1901 /1902 / 1911/ 1912 through RS-485, the firmware of GV-
AS21 /41 / 81 series Controller must be before 1.4.1, and the software version of GV-
ASManager must be before V4.4.3.
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8.4 Extended I/O BOX Configuration

In the left menu, click Extended I/O BOX Configuration to define GV-IO Box connected to
the GV-EV48 Controller through RS-485.

EV48 Extended I/O BOX Configuration

I/0 BOX Function
WOBOX ID Port Setting Info Connection Status
? ID 0 16 Ports Vv 16 Ports *
i ID 1 4 Poris v 4 Ports >
L] ID 2 4 Ports W x

Figure 8-28

1. Select the I/O BOX checkbox The ID number needs to match the address defined by the
ID switch on the connected I/O Box.

2. Select the I/0O Box port under Port Setting. Note that the Info must match and indicate
the port number the I/O Box supported.

3. Click Submit. If the I/O-Box is detected, the Connection Status field will be green.
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9.1 Optional GV-ASBox

The optional GV-ASBox is the I/O and network expansion module for GV-AS100, GV-AS110
and GV-AS120. With the GV-ASBox, additional network connectivity, 8 inputs, 8 outputs and
1 Wiegand reader can be added to GV-AS100, GV-AS110 or GV-AS120.

9.1.1 Main Features

Add TCP/IP networking capability to GV-AS100/ 110/ 120

e Extend GV-AS100/110/ 120 from 1-door to 2-door controller

e Support 1 Wiegand reader of 26 to 64 bits

e Support 8 digital inputs and 8 relay outputs

e 4 special outputs for lighting control and energy saving

e Access GV-AS100/ 110/ 120’s features through Web-based interfaces

e Route digital I1/0 controls from GV-AS100 / 110/ 120 to avoid tamper and enhance
security level

e Support 4 units of GV-Readers and GV-GF Fingerprint Readers

9.1.2 Packing List

GV-ASBox

e Power Adaptor 12V DC
e Power Cord

e Battery power cable

e Software CD

¢ Warranty Card
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9.1.3 GV-ASBox Board Layout

=0

. N
O Ml -

|O|O|O|O| |O|O|O|O| i

NO5
COMS

=
[
@)

- _ w__w__uH_ Web Setting

GND y
12v .

5
o

Ethernet

12v
Ww H_ Weigand

GND
A+
A-

m+ H_ GV-Readers

Reset EN

Q GeoVision

] Gv-As100/110/120

RS-485_A TERM
RS-485 B TERM_] SW1

NC5
NOG6
COM6
NC6
NO7
COM7
NC7
NO8
(6{0]\V/[]
NC8

Battery _H +

—Com.B
Com.B
DI8
DI7
DI6
—DI5

—Com.A
Com.A
Dl4
DI3
DI2
—DI1

NC4
COoM4
NO4
NC3
COM3
NO3

RS-485

NC2
CcOomM2
NO2

Figure 9-1
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9.1.4 Installation

This section describes how to connect other devices to GV-ASBox.

9.1.4.A Connecting GV-AS100/110/120

The table and figure below show the pin assignments of related connectors on GV-ASBox
for connection to GV-AS100, GV-AS110 and GV-AS120.

T el B 1T
ON
O
NN
12 ow> >
o+ T
oo L L =0
Y 9 Q 2z
b < < o
|°1|(; LS
[os)
— - 2 5
73 % S
zz ¢ E
L] S
N
o
Figure 9-2
Pin Function Pin Function Pin Function
12V 12V Power Supply to A+ GV-AS100/110/120 B+ GV-Readers
GV-AS100/110/120 Connection Connection
GND GND for Power Supply to A GV-AS100/110/120 B- GV-Readers
GV-AS100/110/120 Connection Connection
Note:

1. By default, RS-485_A Term and RS-485_B Term are set to OFF.

2.  When the distance between the GV-ASBox and the GV-AS100/ 110/ 120 is over a long
distance, RS-485_A Term must be switched to ON. When the distance between the
GV-ASBox and the GV-Readers is over a long distance, RS-485_B Term must be
switched to ON.
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9.1.4.B Connecting a Wiegand Reader

GV-ASBox provides one Wiegand input for connection of the Wiegand-compatible reader
ranging from 26 to 64 bits. The connected Wiegand reader can either work with GV-AS100
/IGV-AS110/GV-AS120 to carry out entry and exit applications on a single door, or be
installed on another door for the two-door application.

The table below shows the pin assignments of the Wiegand input on GV-ASBox. Please
consult the documentation of your Wiegand reader for wiring.

Pin Function

GND GND for the Power Supply
DO Wiegand Data 0

D1 Wiegand Data 1

12V 12V Power Supply

To define the reader, you need to use the GV-AS100/GV-AS110/GV-AS120 Web interface.
See 9.3.2.B Parameter Setting.
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9.1.4.C Connecting GV-Readers and GV-GF Fingerprint Readers

You can connect up to 4 units of GV-Readers and GV-GF Fingerprint Readers to GV-
ASBox. Multiple GV-Readers and GV-GF Fingerprint Readers can be connected with a
single RS-485 cable to separate RS-485 interfaces on GV-ASBox.

Since Wiegand communication distance is shorter than RS-485'’s, you can choose GV-
Reader and GV-GF Fingerprint Reader supporting RS-485 communication to add another
door control and meet the need of long-distance installation.

Use the RS-485 B+ B- to connect to GV-Readers and use the RS-485 interface to connect
GV-GF Fingerprint Readers. Refer to the figure below to see where the RS-485 interfaces

are located. When multiple readers are connected together, an extra power supply to each
unit is required. Use the auxiliary power output of 12V and GND on GV-ASBox to power on
each unit.

o

ofefele] [elilello oo
o I NO5 oN
]l ] o m
o | coms el P 7
o || NC5 L
o |l NO6 2 Q
[I=—]
o || come o3
22
o || NC6 %ﬁ
o NO7 b7 o]
o || COM7
ol NC7
ol NO8
o fI COM8
©o il NC8
o] 12v Auxiliary
o] 12v—m Power RS-485 c
onnects to GV-GF
(e}
o SHB Output Fingerprint Readers
Figure 9-3

To define each GV-Reader and GV-GF Fingerprint Reader, you need to use the GV-
AS100/GV-AS110/GV-AS120 Web interface. See 9.3.2.G Extended Reader Setting.

Note: The RS-485 connector on GV-ASBox is only designed for connecting GV-Readers and
GV-GF Fingerprint Readers.
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9.1.4.D Connecting Input Devices

GV-ASBox provides 8 inputs (DI1 to DI8). All inputs are dry contact and can be configured
as normally open (NO) or normally closed (NC) through the Web interface. The default value
is NO.

The figure below shows the pin assignments of input connectors on GV-ASBox. The 8 inputs
are divided into two terminals. Terminal A consists of DI1 to DI4, and terminal B includes DI5
to DI8. Every terminal has two COM (Common) points; connect the Common wire to any of
the two COM points on the related terminal.

Figure 9-4
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9.1.4.E Connecting Output Devices

GV-ASBox provides 8 outputs and 2 auxiliary power outputs of 12V DC. The outputs are

divided into two groups, outputs 1 ~ 4 and outputs 5 ~ 8. Before connecting, make sure if

your output device meets any of the two different absolute maximum ratings listed below.

Additionally, you can wire the light switch to the outputs 5 ~ 8 for lighting control. When

the access is granted, the light is turned on; when the exit is granted, the light is turned off.

See To combine door access with relay activation below.

Output 5 ~ 8

N

Auxiliary Power Output -

NO5
COM5

hahahahahd Y v Y v©vw
roTooTooooooo oooooo1

TON

! Output 1 ~ 4Q

Figure 9-5

Outputs 1-4: Absolute Maximum Ratings

Breakdown Voltage

277V AC, 30V DC

Continuous Load Current

5A (NO), 3A (NC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
ASBox circuit board may occur. Continuous operation of GV-ASBox at the absolute
rating level may affect GV-ASBox reliability.

Outputs 5-8: Absolute Maximum Ratings

Breakdown Voltage

240V AC, 30V DC

Continuous Load Current

16A (NO), 8A (NC)

Note: Absolute Maximum Ratings are those values beyond which damage to GV-
ASBox circuit board may occur. Continuous operation of GV-ASBox at the absolute
rating level may affect GV-ASBox reliability.
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To connect an output device:

GV-ASBox provides two auxiliary power outputs of 12V DC at a maximum current of 1A. If
your output device requires higher current, you must have the power supplied from an
external power supply. Connect the (+) point on the output device to COM on GV-ASBoX,
connect the (-) points on the output device and the external power supply together, and
connect the (+) point on the external power supply to the NO or NC of GV-ASBox based on
the state of the output device.

External Power

Output Device Supply
® O Q x
L
-------------------------- NOS
COM5
-------------------------- NC5
NO6
COM6
NC6
Figure 9-6

To combine door access with relay activation:

You can combine door access with relay activation for light control, machine control, etc., so
that these will only be active when access is granted. For example, the light is turned on
when a user is granted access to a room; the light is turned off when the user exits from the
room. For this function, wire the relay switch to output 5 ~ 8.
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9.1.4.F Connecting Backup Battery

You can connect any 12V battery to GV-ASBox to provide backup power when the main
power supply fails. When the main power supply is removed and the battery voltage level is
above 10.2V, the battery will support normal operation of the GV-ASBox.

Battery
- 12V 12Ah
L]
Default @ =
N Red |
Battery .
Black
O
o
O
o
o
o
Figure 9-7
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9.1.4.G Other Settings

The figure below shows the location of the Web Setting Switch, Reset Button and Default

Button.

o
[
o
[©)
[
)
[
)
)
[

O

40
NO

Bumes gem [ 3

ResetEN [@]
Default D

Figure 9-8

9.1.4.G.a Web Setting Switch

When the Web Setting switch is set to ON, you can modify Advanced Settings of GV-
AS100, GV-AS110 and GV-AS120 through the Web interface. When the switch is set to
OFF, Advanced Settings are not accessible. For details on Advanced Settings, see 9.3.2

Advanced Settings.

9.1.4.G.b Resetting the GV-ASBox
To reset GV-ASBoX, press the Reset EN button on GV-ASBox for 3 seconds.

9.1.4.G.c Restoring Factory Defaults

To restore factory default values, press the Default button on GV-ASBox for 3 seconds. After
this it may take up to 3 minutes to restore GV-ASBox to default values.
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9.2 Optional GV-ASNet

The optional GV-ASNet is the network expansion module for GV-AS100, GV-AS110 and
GV-AS120. With the GV-ASNet, GV-AS100/ 110/ 120 can be connected to the GV-
ASManager and you can access the Web interface of GV-AS100/ 110/ 120.

9.2.1 Main Features

e Add TCP/IP networking capability to GV-AS100/ 110/ 120
e Access GV-AS100/ 110/ 120’s features through Web-based interfaces

e Support 2 units of GV-Readers and GV-GF Fingerprint Readers

9.2.2 Packing List

GV-ASNet

e Power Adaptor 12V DC
e Power Cord

e Battery Power Cable

e Download Guide

¢ Warranty Card
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9.2.3 GV-ASNet Overview

Front View Rear View
e N\
(0 @ ceoti o)) ((o 0
GeoUision: Ethernet RS485 Terminal
12 Vout Battery AB
+ -+ - + - + -
@ Web Settlng @ Default O
Micro SD
L T
DC12v On Off
O l é o J/,/
Figure 9-9
No. | Name Function

1 DC Power Input (12V)

Connects to power supply.

2 Web Setting

Enables the Advanced Settings on Web interface of GV-
AS100/GV-AS110/GV-AS120.

Micro SD

The Micro SD slot is not functional at this point.

Ethernet

Connects to the network.

12V+/12V- Battery

Power supply for GV-AS100/GV-AS110/GV-AS120.

Connects to GV-AS100/GV-AS110/GV-AS120.

RS485B+/RS485B-

Connects to GV-Readers.

Terminal A/B

Enables RS-485 interface.

3
4
5
6 RS485A+/RS485A-
7
8
9

Default button

Resets all configurations to factory defaults.

10 Power LED

Shows the power source and battery charging status of the
GV-ASNet. See 9.2.4.C Other Settings for more details.
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n Optional Devices

This section describes how to connect other devices to GV-ASNet.

9.2.4.A Connecting GV-AS100/110/120

The table and figure below show the pin assignments of related connectors on the rear view
of the GV-ASNet for connection to GV-AS100/ 110/ 120.

12 Vout Battery

RS485

Terminal

Figure 9-10
Pin Function Pin Function
12V+ 12V Power Supply to 12V- GND for Power Supply to
GV-AS100/ 110 /120 GV-AS100/110/120
RSA85A+ GV—ASlQO /110/120 RS485A- GV—ASlQO/ 110/ 120
Connection Connection
Note:

1. By default, RS-485_A Term and RS-485_B Term are set to OFF.
2.  When the distance between the GV-ASNet and the GV-AS100/ 110/ 120 is over a long

distance, RS-485_A Term must be switched to ON. When the distance between the
GV-ASNet and the GV-Readers is over a long distance, RS-485 B Term must be

switched to ON.
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9.2.4.B Connecting GV-Readers and GV-GF Fingerprint Readers

You can connect up to 2 units of GV-Readers and GV-GF Fingerprint Readers to GV-
ASNet. Multiple GV-Readers and GV-GF Fingerprint Readers can be connected with a
single RS-485 cable to the RS485 B+ and B- on GV-ASNet. You will need to connect the
GV-Readers or GV-GF Fingerprint Readers to external power supply.

The figure and table shows the pin assignments for related connectors.

RS485 Terminal

12 Vout Battery AR

R

Figure 9-11
Pin Function Pin Function
GV-Reader / GV-GF GV-Reader /| GV-GF
RS485B+ | Fingerprint Readers RS485B- | Fingerprint Readers
Connection Connection

To define each GV-Reader and GV-GF Fingerprint Reader, you need to use the GV-AS100 /
110/ 120 Web interface. See 9.3.2.G Extended Reader.
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9.2.4.C Connecting Backup Battery

You can connect any 12 V battery to GV-ASNet to provide backup power when the main
power supply fails. When the main power supply is removed and the battery voltage level is
above 10.2V, the battery will support normal operation of the GV-ASNet.

RS5485 Terminal ;
12 Vout Battery A B AB O O

i) ) £ © o

Red Black

@_

12 V Battery

Figure 9-12
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9.2.4.D Other Settings

The figure below shows the location of the Web Setting Switch, Default Button and Power
Status LED.

ﬁo B o)
GeoUision: RS485 Terminal
A B AB Qo
Web Setting -t - Eﬁ: Default O
Micro SD l
0 |, Ollos
DC12V On Off
2 >
Front View Rear View

Figure 9-13

9.2.4.D.a Web Setting Switch

When the Web Setting switch is set to ON, you can modify Advanced Settings of GV-
AS100/ 110/ 120 through the Web interface. When the switch is set to OFF, Advanced
Settings are not accessible. For details on Advanced Settings, see 9.3.2 Advanced Settings.

9.2.4.D.b Restoring Factory Defaults

To restore factory default values, press the Default button on GV-ASNet for 6 seconds. After
this it may take up to 3 minutes to restore GV-ASNet to default values.

9.2.4.D.c Power Status LED

The three LED located on the right of the rear panel indicate the power status of the GV-
ASNet. When the power LED (I_) is red, it indicates that the GV-ASNet is powered. When the
main power source is off and that the GV-ASNet is running on battery, the battery LED
turns green. An orange charging LED ’ means that the battery is being charged.
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9.3 Web Interface through Optional Devices

Through GV-ASBox or GV-ASNet, you can access the GV-AS100 / GV-AS110/ GV-
AS120’s Web interface. Also through GV-ASBox or GV-ASNet, GV-AS100, GV-AS110 or
GV-AS120 can communicate with GV-ASManager over the network.

GV-ASBox and GV-ASNet must be assigned an IP address to make it accessible on the
network. Refer to Chapter 7 Installing on a Network for detailed instructions.

The Web interface is divided into three sections: Basic Setting, Advanced Setting and

Extended Device.

9.3.1 Basic Setting

The Basic Setting section consists of four setup pages:

Category Setting Description
Basic Setting Network Setting There are different methods to install GV-
ASBox and GV-ASNet on the network. See
Chapter 7 Installing on a Network.
Other Setting See 8.1.1 System Setup.

Firmware Upgrade

See 8.1.2 Upgrading Firmware.

Account Setting

See 8.1.3 Changing Login ID and Password.
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9.3.2 Advanced Settings

You can execute and edit door/Wiegand operations and settings, turn on Alarms, view status,
display card information stored in GV-AS100/ 110 / 120, set the device time and edit the
input/output functions.

The changes in some of the Advanced Setting page will effect the options available on other
pages. The diagram below shows the relationships between each Advanced Setting page.

The Relationship Diagram between each Advanced Setting Page

Advanced Setting

Affects
s Function Setting
Affects .
Parameter Setting
+ Status Monitor
Affects + Card Information

s+ Time Setting
——p ¢ |N/OUt Function @ ——

Figure 9-14

Note: The Status Monitor and In/Out Function pages are only available when connecting
through GV-ASBox.
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9.3.2.A Function Setting

In the left menu, click Function Setting. This AS100/AS110/AS120 Function
Configuration page appears.

n Optional Devices

Note: The Wiegand settings and Door/Gate B settings are only available when connecting

through GV-ASBox.

Q GeoUision

Basic Setting

Network Setting
Other Setting
Firmware Update

Account Setting

Advance Setting

Function Setting
Parameter Setting
Status Monitor
Card Information
Time Setting
In/Out Function

Extend Device

Extend Reader

AS100/AS5110/AS120 Function Configuration

ID
ID
ASBox Wiegand
ASBox Wiegand
Door/Gate A

Function

Authentication Mode
Door/Gate B

Function

Authentication Mode
Anti-Passback

Enable/Disable
Info IP

Delete MasterCard

Delete

[ Submit ][ Cancel ]

Door/Gate B ™

Door Entry Control v

Authentication Schedule Mode | |

Door Entry Control v

Authentication Schedule Mode | v

Disable [+

o | 0o (| o | 0

[ID]

Enter the ID number for GV-AS100, GV-AS110 or GV-AS120. This ID is used by GV-
ASManager to differentiate among various controllers. The ID number must be between 1

and 255.

Figure 9-15
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[ASBox Wiegand]

This option is only available for GV-ASBox. Select the function for Wiegand Input on GV-

ASBox from the drop-down list.

m  No Function: Wiegand Input is not in use.

m Door/Gate A Entry: Wiegand Input becomes the entry point for Door/Gate A.

m Door/Gate A Exit: Wiegand Input becomes the exit point for Door/Gate A.

m Door/Gate B: Wiegand Input becomes Door/Gate B.

[Door/Gate A]

Select the function type and authentication mode for the use of Door/Gate A.

m  Function: Select the function for GV-AS100/ 110/ 120 on Door/Gate A.

©

©

Door Entry Control: Sets GV-AS100/ 110/ 120 as entry reader on the Door A. The
Wiegand reader connected on GV-AS100 / 110/ 120 will be set as exit reader.

Door Exit Control: Sets GV-AS100/ 110/ 120 as exit reader on the Door A. The
Wiegand reader connected on GV-AS100 /110 / 120 will be set as entry reader.

Parking Entry Control: Sets GV-AS100/ 110/ 120 as entry reader on the parking
Gate A.

Parking Exit Control: Sets GV-AS100/ 110/ 120 as exit reader on the parking
Gate A.

Elevator Control: GV-AS100/ 110/ 120 is installed in the elevator for access
control.

Note: The Parking Entry Control and Parking Exit Control only work when the sensor
input of Car Detection is activated. When the card is present but the sensor input is not
activated, the message “No Car In Zone” will appear in the GV-AS100 LCD.

m  Authentication Mode: Select the authentication mode for the Door/Gate A.

©

©

©
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Local Unlock Mode: Remains open. The held-open state cannot be cleared
through GV-ASManager.

Local Lock Mode: Remains locked. The locked state cannot be cleared through
GV-ASManager.

Fixed Card Mode: Grants access after the card is presented, and ignores the
authentication schedule of GV-ASManager.
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® Fixed Card + PIN Mode: Grants access after the user presents the card and then
enters the card’s PIN code, and ignores the authentication schedule of GV-
ASManager.

® Fixed Card/Common mode: Grants access after the user presents the card or
enters the door’s password, and ignores the authentication schedule of GV-
ASManager.

© Authentication Schedule Mode: Follows the authentication schedule set on GV-
ASManager.

[Door/Gate B]

This option is only available for GV-ASBox and only becomes available after Door/Gate B is
selected from the ASBox Wiegand option above.

Select the function type and authentication mode for the use of Door/Gate B. The Function
and Authentication Mode options are the same as those of Door/Gate A. But remember that
the settings here are used to define the Wiegand reader connected to GV-ASBox.

[Anti-Passback]

This setting lets you perform Anti-Passback applications across multiple GV-AS Controllers.
Anti-Passback prevents use of a card to gain successive entries without exit to a controlled
area. For details on setup, see Chapter 6 Anti-Passback on GV-ASManager User’'s Manual.

m Enable/Disable: Enables or disables the Anti-Passback function.

m Info IP: Enter the IP address of the next corresponding GV-AS100/ 110/ 120.

[Delete MasterCard]

m Delete: Click the Delete button to delete the current MasterCard information.

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.
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9.3.2.B Parameter Setting

In the left menu, click Parameter Setting. This AS100/AS110/AS120 Configuration page
appears. The contents of Parameter Setting change based on your settings for Door/Gate A
and Door/Gate B in the Function Setting page (Figure 9-15).

Note: The Door B settings and Input Name settings are only available when connecting
through GV-ASBox.

AS100/AS110/AS120 Configuration

Q GeoUision

Events
Basic Setting Door A DoorB
+ Network Setting Anti-passback NO [v Anti-passback NO [v]
* Other Setting Lock Reset Time 5 |(1~255) Lock Reset Time 5 [1~255)
« Firmware Update
Held Open Time 5 |(65~9999) Held Open Time 5 |(5~9999)
« Account Setting ) -
Advance Setting Fire Action Unchange | v Fire Action Unchange |v|
+ Function Setting Alarm Continuous Time 5  (1~10) Alarm Continuous Time 5  (1~10)
.
Alarm
+ Status Monitor
+ Card Information Door A - Door B -
+ Time Setting Held Open MO :v: Held Open MO :v:
« In/Out Function Forced Open NO :v: Forced Open NO :v:
Extend Device Fire Alarm NO |v| Fire Alarm NO |v|
+ Extend Reader Access Denied NO |w Access Denied NO |»
Tamper NO [] Tamper NO []

Common Password

Door A Door B
Common Password sssssssss Common Password ssssssses
Password Confirm sesssense Password Confirm srssssses

AS100 Input Name

Input 1 Name AS100 Input 1
Input 2 Name A3100 Input 2
Input 2 Name AS100 Input 3
Input 4 Name AST100 Input 4
Figure 9-16

IMPORTANT: Once connecting to GV-AS100 /110 / 120, GV-ASManager will load its
parameters to the GV-AS Controller. That means some of the Parameter Settings you have
configured here may be rewritten by GV-ASManager later.
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n Optional Devices

Set the parameters for the events.

Events

Door A Gate B
Anti-passback WO |» Gate Open Time 5 {1~255)
Lock Reset Time 5 (1~255) Held Open Time 5 (5~9999)
Held Open Time 10 (5~9999) Fire Action Unchange |+
Fire Action Unchange |+ Alarm Continuous Time 5 (1~10)
Alarm Continuous Time 5 (1~10)

Figure 9-17

e When Door Entry/Exit Control or Parking Entry/Exit Control is selected in the

Function Setting page (Figure 9-15), these options become available:

Option

Description

Anti-Passback

Enables or disables the Anti-Passback function. The option is only
available for Door/Gate A.

Gate Open Time

Sets the time (1 to 255 sec.) that a parking gate remains open after
which the gate will automatically be locked. The option is only
available when Parking Entry/Exit Control is selected.

Lock Reset Time

Sets the time (1 to 255 sec.) that a door remains open after which
the door will automatically be locked. The option is only available
when Door Entry/Exit Control is selected.

Held Open Time

Sets the time (5 to 9999 sec.) that a door/gate can be held open
before an alarm is generated.

Fire Action

Locks or unlocks the door/gate when a fire condition occurs.
Otherwise, remains the door’s current state by selecting
Unchanged.

Alarm Continuous
Time

Sets the time (1 to 10 sec.) that the alarm will continuously go off
before it ends.

o When Elevator Control is selected in the Function Setting page (Figure 9-15), these

options become available:

Option

Description

Relay on Time

Sets the time (1 to 255 sec.) that an elevator door remains open
after which the door will automatically be closed.

Fire Action

Alarm Continuous
Time

See the same option above.
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[Alarm]

Select Yes or No to enable or disable the alarm function. If you have defined the alarm

conditions in [Output Function] of the In/Out Function page (Figure 9-23), remember to

activate the corresponding alarms here; otherwise, even though the alarm conditions are

met, the expected alarm will not be triggered. The default settings for all the alarms are set

to NO.
Alarm
Door A Gate B
Held Open MO | Held Open YES |»
Forced Open MO | Forced Open YES |»
Fire Alarm YES |» Fire Alarm YES |
Access Denied YES |» Access Denied YES |»
Tamper YES |+ Tamper YES |+
Figure 9-18

e When Door Entry/Exit Control or Parking Entry/Exit Control is selected in the

Function Setting page (Figure 9-15), these options become available:

Option

Description

Held Open

This alarm activates whenever the door is held open over the set
period of time.

Forced Open

This alarm activates whenever the door is opened by force.

Fire Alarm

This alarm activates whenever fire is detected.

Access Denied

This alarm activates whenever entry is denied due to using the
wrong card or entering the wrong password.

Tamper

This alarm activates whenever the controller is being physically
tampered with, e.g. opening of the controller or sustaining strong
impact. GV-AS100/ 110/ 120 have built-in sensors for tampering
alarm.

e When Elevator Control is selected in the Function Setting page (Figure 9-15), these

options become available:

Option

Description

Fire Alarm

Access Denied

Tamper

See the same option above.
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[Common Password]

When Fixed Card/Common Mode is selected as Authentication Mode in the Function
Setting page (Figure 9-15), you can gain access by using the card or entering this Common
Password (door’s password).

Common Password
Door A Gate B
Commen Password TTIIIII L Common Password sssssenee
Password Confirm I Password Confirm I
Figure 9-19

[AS100 Input Name]

This option is only available for GV-ASBox. Rename the input names by clicking Submit
button to save the changes, or the Cancel button to undo the changes.
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9.3.2.C Status Monitor

In the left menu, click Status Monitor to see the status of each input, output and alarm

Note: The Status Monitor page is only available when connecting through GV-ASBox.

'. Control Mode Memory Status
(_ Ge0U|S|0n Doar Local Unlock Mode Used / Capacity 36/ 65535
Door Contact A Events

AS100 Input 1 ;| Alarm Tamper
Basic Setting P OF E 40 Fi ,EI

; orced Open irelarm
+ MNetwork Setting Exit Button A —

. AS100 Input 2 !]E Duress Held Open
s Other Setting Fire Zone A Electric Lock A
+ Firmware Update ASBOX Input 3 UE ASBOX Output 1 m
« Account Setting AS100 Input 3 OFF General Alarm A
Advance Setting Tamper Zone A ASBOX Output 3 OFF.
+ Function Setting ASBOX Input 4 OFF Lighting
« Parameter Setting AS100 Input 4 OFF ASBOX Output 5 Q_
« Status Monitor Normal Input Normal Output
+ Card Information ASBOX Input 1 OFF. ASBOX Output 6 Q‘
« Time Setting ASBOX Input 2 OFF Normal Qutput
« IniOut Function ASBOX InpLit 5 OFF. ASBOX Output 7 Q‘
i ASBEOR | ta

Extend Device npu D% Normal Output
« Extend Reader ASBOX Input 7 OFE ASBOX Output 8 Q'

ASBOX Input & OFF.

Figure 9-20

Control Mode will change depending on the chosen Door/Gate’s Authentication Mode in
the Function Setting page (Figure 9-15). The listed number of outputs will change
depending on the chosen Output Type in the In/Out Function page (Figure 9-23).

@ = Indicates the current input/output device is triggered.

= Indicates the current input/output source is not triggered.

E = Indicates the current event is triggered.

Q = Indicates the current light is on.

@ = Indicates the current light is off.

Note: Outputs must be turned on in the In/Out Function page to be monitored here.
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9.3.2.D Card Information

n Optional Devices

In the left menu, click Card Information. This Card Configuration page appears.

Q GeoUision:

Basic Setting
Network Setting
Other Setting
Firmware Update
Account Setting

Advance Setting
Functicn Setting
Parameter Setting
Status Monitor
Card Information
Time Setting

InfQut Function

Card Configuration

Card Database
MNumber of Cards

Card List

1 228-31386

Page 1

PreviousPage

I I NextPage

[Card Database]

Figure 9-21

Shows the number of cards currently stored in GV-AS100/ 110/ 120.

[Card List]

Displays the list of cards stored in GV-AS100/ 110/ 120. If there are many pages, you can

choose to jump to any page by entering the page number in the Page field.

Click Previous Page button to go to the previous page of the Card List, or click Next Page

button to go to the next page of the Card List.
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9.3.2.E Time Setting

In the left menu, click Time Setting. This Time Configuration page appears.

Time Configuration

Q GeoUision:

System Local Time

Basic Setting
+ Network Setting

Local Time 2004/12/31 20:16:31

Time Zone -4:00
+ Other Setting

+ Firmware Update

) Local Time
+ Acceount Setting
Advance Setting @ Disable
+ Function Setting © Setup
+ Parameter Setting Hour Min
+ Status Meonitor TimeZone 0 |»| |0 |+
+ Card Information b Year Month Date
. ate : :
« | Time Setting 2009 |v||January  |w| |1 v
+ In/Out Function ) Hour Min Sec
Time
Extend Device 0 v [0 || 0 [~

+ Extend Reader Daylight Savings Time(DST)

@ Disable
O Enable
Start Time Month Date Hour
January (v (31w |0 |
Stop Time January v )| v: 0 |»
Figure 9-22

[System Local Time]

m Local Time: Displays the current date and time of GV-AS100/ 110/ 120.
m Time Zone: Displays the current time zone of GV-AS100/ 110/ 120.
[Local Time]

m Disable: Disable the manual configuration of time and date.

m Setup: Enable the manual configuration of Time Zone, Date and Time for GV-AS100 /
110/ 120.

[Daylight Savings Time (DST)]
m Disable: Disable the manual configuration of DST.

m Time Zone: Enable the manual configuration of DST by setting the Start Time and Stop
Time for the DST period.

Click Submit button to save the changes, or click Cancel button to return the changes to its
previous state.
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9.3.2.F In/Out Function

In the left menu, click In/Out Function to define the input and output sensors.

Note: The I/O Configuration page is only available when connecting through GV-ASBox.

Py _— ASBOX 10 Configuration
(® Geouision:
Input Function
Basic Setting ASBOX Input 1 NO [v] Door A ~ || Tamper Zone [V]

[
+ Network Setting ASBOX Input 2 NO [+ Door A [
l

V] Exit Button [V]
+ Other Setting
. ASBOX Input 3 NOD [V] Door A V] DuorCuntact[v]
+ Firmware Update
+ Account Setting ASBOX Input 4 NO [V] MNarmal Input [v] Disable Latch [V]
Advance Setting ASBOX Input 5 NO [v] Normal Input [v] | Disable Latch [+]
+ Function Setting
ASBOX Input 6 NO [~ Narmal Input [+ | Disable Latch [+
+ Parameter Setting
. Status Monitor ASBOX Input 7 NO [+ Normal Input [+ | Disable Latch [+
+ Card Information ASBOX Input 8 NO [~ Normal Input [ | Disable Latch |

+ Time Setting

Output Function

ASBOX Output 1

+ Extend Reader No Function [v]

Figure 9-23
[Input Function]

Here you can define each sensor input that is connected GV-ASBox and select the most
fitting Input Type (No. 3, Figure 9-24) and Input Function (No. 4, Figure 9-24) to describe
the sensor input. Through the sensor input, an alarm event can be detected and it can then
trigger the alarm device.

Input Function > 3 4
ASBOX Input 1 NO [ Normal Input v || Disable Latchf
ASBOX Input 2 MO Mormal Input | || Disable Latch] s
ASBOX Input 3 NO Relay A w || Fire Zone hd
ASBOX Input 4 NO [pv) Relay A ¥ || Tamper Zone |»
ASBOX Input 5 N | Mormal Input | || Disable Latch] »
ASBOX Input & MO [ Mormal Input | || Disable Latch] s
ASBOX Input 7 NO | Normal Input f» || Disable Latchj »
ASBOX Input & NO Mormal Input f+ || Disable Latch| v
Figure 9-24
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Below is the explanation based on the numbers marked on the above figure.
1. ASBOX Input #: Edit the name of the Input.
2. NO/NC: Configure the input to NC (normally closed) or NO (normally open) mode.

3. Input Type: Configure the input type to define the type of sensor that is connected to the
input of GV-ASBox. Options available for the input type change based on your settings of
Door/Gate A and Door/Gate B in the Function Setting page (Figure 9-15).

4. Input Function: Configure the input function. Options available for the input function
change based on the settings of Input Type above.

e When Door Entry/Exit Control is selected in the Function Setting page (Figure 9-15),
these Input Type and Input Function become available:

Input Type Input Function Description

Normal Input Enable Latch The Normal Input is used for a normal
Disable Latch d(_atection mode in which the input is set to
trigger an output. Instead of constant output
alarm in N/O and N/C, the Enable Latch
option provides a momentary alarm when
triggered.

Door Aor B Fire Zone Depending on the type of sensor and the
location where it is installed, select the best

_ Input Function name to fit the sensor

Exit Button description. When the sensor is activated, an
Door Contact alarm event occurs and the alarm device can
be triggered. For alarm events, see [Alarm],
9.3.2.B Parameter Setting.

For example, when the Door Contact sensor
detects unauthorized access, a “Force Open”
event occurs and it can trigger the “Force
Open” alarm.

Tamper Zone
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e When Parking Entry/Exit Control is selected in the Function Setting page (Figure 9-

15), these Input Type and Input Function become available:

Input Type Input Function Description

Normal Input Enable Latch See the same Input Type above.
Disable Latch

Gate Aor B Fire Zone See the “Door A or Door B” Input Type

Tamper Zone
Exit Button
Car Detection

above.

detects any car driving by, a “Parking Entry”

gate will respond the event accordingly.

For example, when the Car Detection sensor

or “Parking Exit” event occurs and the parking

e When Elevator Control is selected in the Function Setting page (Figure 9-15), these

Input Type and Input Function become available:

Input Type Input Function Description
Normal Input Enable Latch See the same Input Type above.
Disable Latch
Relay A or B Fire Zone See the “Door A or Door B” Input Type above.

Tamper Zone

For example, the Tamper Zone sensor is
installed on GV-ASBox. So whenever there is

any attempt to open the Box, the “Tamper” event

occurs and it may trigger the “Tamper” alarm.

Note: For alarm outputs, the corresponding alarms must be enabled (YES) in the
Parameter Setting page (Figure 9-16). If alarms are set to be disabled (NO), the alarm
function here will not work when triggered.
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[Output Function]

Here you can define each output device that is connected to GV-ASBox, such as locking
devices, various alarms or the Exit Button. Lights can only be connected to Output 5
through 8.

Select from the drop-down list to configure Output Type (No. 1, Figure 9-25). Depending on
the chosen Output Type, either Output Function (No. 2, Figure 9-25) or Output
Conditions (No. 3, Figure 9-25) will become available.

Output Function

1 assoxouputt 2 |Output Function

DoorB hd Electric Lock b

aspoxouputz 3 |Output Conditions

Mone W Mone  w ARD W Mone hd
Mormal v = AND W Reset
1
AL
Output Type
Figure 9-25
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Output Function Settings:

When Output Type (No. 1, Figure 9-25) is set to be Door #, Gate # or Relay #, the options
similar to the figure below become available.

Output Function
1

ASEIOX Output 1 I

2 [Reley & |+ |Electric Lock ]v3

Figure 9-26
Below is the explanation based on the numbers marked on the above figure.
1. ASBOX Output #: Edit the name of the Output.

2. Output Type: Configure the output type. Options available for the output type change
based on your settings of Door/Gate A and Door/Gate B in the Function Setting page
(Figure 9-15).

3. Output Function: Configure the output function. Options available for the output
function change based on your setting of Output Type above.

e When Door Entry/Exit Control is selected in the Function Setting page (Figure 9-15),
these Output Type and Output Function become available:

Output Type Output Function Description

Door # Electric Lock Output is triggered when the card is
presented to open the locking device.

Alarm Event Output is triggered when the defined alarm
events occur.

Entry Card Output is triggered when the card is
presented to enter the door.

Exit Card Output is triggered when the card is
presented to exit the door.
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e When Parking Entry/Exit Control is selected in the Function Setting page (Figure 9-

15), these Output Type and Output Function become available:

Output Type

Output Function

Description

Gate #

Electric Lock

See the same function above.

Alarm Event

Entry Card Output is triggered when the card is
presented to enter the parking gate.

Exit Card Output is triggered when the card is

presented to exit the parking gate.

o When Elevator Control is selected in the Function Setting page (Figure 9-15), these

Output Type and Output Function become available:

Output Type

Output Function

Description

Relay #

Electric Lock

Alarm Event

See the same function above.
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Output Condition Settings:

When Output Type (No. 1, Figure 9-25) is set to be Normal, Toggle, Pulse, Normal
Lighting, Toggle Lighting or Pulse Lighting, the options similar to the figure below
become available.

2 x Door/Gate/Relay Conditions 2 x Input Conditions

ASBOX Output 2

DoorB (v Relay A |« A | Input 01|+
Marrmal ] = AND | v
Access Granted |« Fire Event w R |v Input 02 | »
Available in
Pulse/Lighting Figure 9-27

There can be a maximum of 4 conditions that can be set up to trigger an output. 2 conditions
are Door/Gate/Relay conditions and 2 conditions are Input conditions. Each condition is
related to each other through AND/OR. AND means that all conditions with AND must be
triggered before the output is triggered. OR means that only 1 of the condition with OR is
needed to be triggered before the output is triggered. It is also valid to have certain
conditions as AND and certain conditions as OR.

Only Output 5 ~ 8 can be connected to Lights. So Normal Lightning, Toggle Lighting and
Pulse Lighting can only be selected from Output 5 ~ 8. For Pulse and Pulse Lighting, the
output is triggered for the amount of time set in the Sec field (seconds).
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In the Output Condition Settings, these Output Type and Output Condition options

become available:

Output Type Output Condition

Door Aor B Gate AorB Relay A or B Input (x2)
Normal Access Granted | Access Granted | Access Granted | Select None to
Toaale _ _ _ disable the

99 Access Denied Access Denied | Access Denied | condition, or
Pulse e Al o Al e Al select between
Normal Lighting ire Alarm ire Alarm ire Alarm Input 1 and
L Input 8 t

Toggle Lighting | Tamper Tamper Tamper trig;e?tr?e
Pulse Lighting Duress Event Duress Event Duress Event output.

Held Open

Held Open

Forced Open

Forced Open

Exit Button

Exit Button

Door Contact

Car Detection

Click Reset button to return the Normal, Toggle, Pulse, Normal Lighting, Toggle Lighting

or Pulse Lighting triggered state to be normal.

Note: The Reset button is more commonly used for the Toggle or Toggle Lighting output.
Because once triggered, the output will continue indefinitely. A Reset button is needed to

turn it off.

Click Submit button to save the changes, or click Cancel button to return the changes to its

previous state.
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9.3.2.G Extended Reader

In the left menu, click Extend Reader. This Extend Reader Configuration page appears.

n Optional Devices
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Basic Setting

« Network Setting
s+ Other Setting

+ Firmware Update
« Account Setting
Advance Setting

+ Function Setting
+ Parameter Setting
« Status Monitor

s Card Information
+ Time Setting

s In/Out Function
Extend Device

+« Extend Reader

Extend Reader Configuration

GV-Reader Function

Serial Number
0 Do
O b1
0 D2
0 D3

GeoFinger Function

Serial Number

OO0OnOo

[ Submit “ Cancel J

Function

MNo Function

MNo Function

Mo Function

Mo Function

Function

MNo Function
MNo Function
Nao Function

MNo Function

Setting Status

Setting Status

Define the readers connected to GV-AS100/ 110/ 120, and then use the Function drop-
down list to select which door that the GV-Reader/GV-GF Fingerprint Reader is installed.

[GV-Reader Function]

e GV-RK1352/R1352/DFR1352: Select the checkbox and type the Serial Number of

Figure 9-28

the reader. Note that the ID number located next to the serial number need to match the

reader’s ID number defined through the GV-RK1352 Config AP.

e GV-Reader 1251 / Reader 1352 V2: Select the checkbox and leave the serial number
field blank. Note that the ID number located next to the serial number need to match the

reader’s ID number defined by the DIP switches on the reader.

e GV-CR420: Type the GV-CR420 Barcode. Only select the checkbox if GV-CR420 is

connected to the controller through RS-485. If the reader is using network connection, do
not check the box. Note that only GV-CR420 V1.0 is compatible with GV-AS100/ 110/

120 and you must additionally enable network connection to the controller on the Web

interface of GV-CR420.
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[GeoFinger Function] For GV-GF1901 / GF1902 / GF1911 / GF1912, select the checkbox
and type the XID Number located on the back of the reader.

Click Submit to detect the readers. If any GV-Reader / GV-GF Fingerprint Reader is
detected, a green mark will appear in the Status field; if not, a red mark will appear.
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Q1: GV-ASManager cannot connect to GV-AS/ GV-EV Controller over the
Internet.

There are several causes for this problem such as IP address conflict, incorrect connection
settings and network failure. Follow the steps below to assign the fixed IP to the GV-
ASManager and GV-AS / GV-EV Controller respectively. This procedure can determine if
the problem is caused by the faulty devices and incorrect network settings.

1. Disconnect the hub or switch, which connects the GV-ASManager and GV-AS / GV-EV
Controller, from the network.

2. Give the GV-ASManager a fixed IP address that is NOT used by another device, e.g.
192.168.0.154.

Internet Protocol (TCP/IP) Properties @@
General

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for
the appropriate IP settings.

O 0t
@iz
1P address: 192168 . 0 . 154

ically

Subnet mask: 255 .255.256 . 0 |

Default gateway:

(® Use the following DNS server addresses:
Preferred DNS server:

Alternate DNS server:

Figure 10-1
3. Reset the controller module and Ethernet module to factory defaults.
a. Plug the GV-ASKeypad to the controller.
b. Remove the jumper cap from the 2-pin Default jumper.
c. Press the Reset button.
d. Replace the jumper cap back to the 2-pin Default jumper.

e. To reset the Ethernet Module, press and hold the Default EN button for 6 seconds.
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4. Open the browser and enter the controller default address: http://192.168.0.100

5.

Network Configuration
(2 GeoUision:
eovision: .

Machine Name

Basic Setting Machine Name Controller 1
¢ Network Setting DHCP Client:
* Other Setting
* Firmware Update O Enable
+ Account Setting

Advance Setting @ Disable

*  Function Setting

IP Address: 192 | 188 || 0 .| 100
* Parameter Setting
i . Subnet Mask: 285 255 252 0
+ Time Setting
* Input Setting Default Gateway: 92 | es o0 . 1
*  Qutput Setting Domain Name Server: 192 e [ 1 L]
Figure 10-2

In the IP address field, give the controller an IP address that is NOT used by another
device, e.g. 192.168.0.XXX.

On the GV-ASManager, enter the following settings:
Controller ID: 1

Network: TCP/IP

IP: 192.168.0.XXX

Port: 4000

User: admin

Password: admin

Crypto key: 12345678

Controller, Setup Z
&l —_—
G 1 o 3 o

|

General

i == o Controller Marme Controller_T aipei
e BRERRE e d e P— ]
Device View . Interlock [ Doora- DootB
Do Controller List [] Daore - DaorD
evice
GMT - % |08 | |00 .
s | @ o
Enable Daylight Saving _Setup
Controller 1n] Door & Door B i Diata Group:
Connection
- Enter ID COM Port:
£ase Lmier _ @ Netwaork : TCRAP v
| D: | IP 152 168.0.100
Port: 4000
Mame: | Contrller 1 Cancel User: admin
Password ; eeene
Crypto Key - LITTY YTy

Figure 10-3
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7. The connection between the GV-ASManager and controller should be established, and

the connection icon <=~ should appear. If disconnection happens after you connect the
hub or switch to the network, then it should be other network problems. Please contact

your network administrator.

Q2: The connection established between the GV-ASManager and GV-AS / GV-
EV Controller is interrupted.

This may be due to IP address conflict. Follow these steps to troubleshoot the problem:

1. Disconnect the hub or switch, which connects to the GV-ASManager and the controller,
from the network.

2. Run Windows Command Prompt. Take Classic Windows Start Menu for example, click
Start, select Accessories and click Command Prompt.

3. Type arp —d and press Enter.

oo IC:AWINDOWS\system32\cmd.exe

Microsoft Windows XP [Version 5.1.266801
{C>» Copyright 1985-2801 Microsoft Corp.

C:~Documents and Settings“joycelarp —d_

Figure 10-4

4. Give the GV-ASManager a fixed IP address that is NOT used by another device. See
Figure 10-1.

5. Open the browser and enter the assigned IP address of the controller. The Network
Configuration page appears. See Figure 10-2.

6. Inthe IP address field, give the GV-AS / GV-EV Controller an IP address that is NOT
used by another device, e.g. 192.168.0.XXX.

7. Onthe GV-ASManager, enter the following settings. See Figure 10-3.
Controller ID: 1
Network: TCP/IP
IP: 192.168.0.XXX

Port: 4000
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User: admin
Password: admin
Crypto key: 12345678

8. The connection between the GV-ASManager and GV-AS Controller should be

established, and the connection icon <=~ should appear. If disconnection happens after
you connect the hub or switch to the network, then it should be other network problems.

Please contact your network administrator.

Q3: GV-ASManager cannot receive card messages but the reader accepts the
card when the connection between the GV-ASManager and GV-AS / GV-EV
Controller is well established.

It may be due to memory failure in the GV-AS / GV-EV Controller. Reset both the controller
module and the Ethernet module to factory settings. Refer to Step 3 in Question 1.

Q4: The GV-ASManager cannot retrieve the video from the DVR for playback.

1. Make sure the Remote ViewLog Service on Control Center Server is enabled on the
DVR.

2. Make sure the time on the GV-ASManager and the DVR is consistent.

3. Make sure the event file you want to play back has been created completely on the DVR.
For example, the assigned time length of every recorded event on the DVR is 5 minutes.
The desired event of 5 minutes must have been displayed on the ViewLog Event List, so
you can access the event file for playback.

Q5: After | add a card by presenting to the reader, the message “Access
Denied Invalid Card” still appears.

It may be the card format is not compatible with the GV-AS / GV-EV Controller. Make sure
the card format is 26~64 bits. Otherwise, send us the related information of your card format
so that we can customize the format for you.
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Q6: The GV-ASManager cannot receive card messages from the GV-Reader
connected to the GV-AS / GV-EV Controller through RS-485 interface.

1. Make sure the GV-Reader is correctly wiring to the controller and Switch 4 on the GV-
Reader is set to OFF.

2. Make sure the correct GV-Reader ID is set on the controller.

Q7: The GV-AS Controller does not respond to reader(s) connected through its
Wiegand interface.

If the Wiegand reader is correctly wired but the information received isn’'t transmitted to the
GV-AS Controller, this may be due to insufficient voltage on the controller’s Wiegand port.
Click here to troubleshoot for this issue.

Q8: | can’t change the Advanced Settings on the Web interface of the GV-AS /
GV-EV Controller. The “Submit” button is missing.

To modify the Advanced Settings, make sure the Web Setting Switch on the controllers is
set to ON. For the location of the Web Setting Switch, refer to the Web Setting Switch
section of each GV-AS / GV-EV Controller or GV-ASNet / GV-ASBox.

Q9: After installing GV-ASManager, the message “d3dx9_40.dll cannot be
found” appears.

Make sure DirectX End-User Runtimes is installed and restart the computer afterwards. To
install DirectX End-User Runtimes, insert the supplied Software DVD to your computer, and
select Install DirectX End-User Runtimes (November 2008).

Q10: How can I find more help?

Visit our website at http://www.geovision.com.tw

Write to us at support@geovision.com.tw
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A. GV-MountA900 for GV-AS110/ 1110
(Optional)

GV-MountA900 is an optional mounting plate that allows you to attach GV-AS110/1110to a
US single gang power box.
e Dimensions: 100 x 68 mm /3.9 x 2.7 in

e Weight: 559/0.121b

Connecting GV-MountA900

1. Attach GV-MountA900 to the US single gang power box by securing the screws for holes
C as shown below.

2. Attach GV-AS110/ 1110 to GV-MountA900 by securing the screws for holes B as shown
below.

US single gang
power box
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